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1 Introduction

Safety suite Device Configurator software allow s data logs and configuration
settings from supported Honeyw ell instruments to be dow nloaded to a computer,
and configurations to be uploaded from a computer to the instruments. Templates
can be created, saved, and edited, as wellas user/instrument references.

Safety suite Device Configurator communicates with supported instruments via
supporting docking stations and USD direct connection w hen configuring them or
retrieving their data logs or event logs. Refer to your product’s manual for details
on connecting with a computer, as well as all safety requirements.
This version of the software allows you to:

¢ Download data logs

¢ Dow nload configuration settings

¢ Change and upload new configurations settings

¢ Update firmware

¢ Dow nload reports

e Create, edit, store, and upload templates

¢ Upload historical data from Fleet Manager
2 Requirements

2.1 Hardware

CPU :1GHz or better

Monitor :Color Monitor withresolution of at least 1024 x 768,16-bit color
Memory (RAM) :2GB

Disk Space At least 4GB of free space

2.2 Software

Operating System: Windows 7 (32-bit and 64-bit), and Windows 10 (64-bit).



3 Supported Instruments

3.1 IntelliDoX & MicroDock 1

¢ BW Clip & BW Clip Real Time
¢ BW MicroClip XL & BW MicroClip X3

3.2 IntelliDoX

e BW dip4
¢ BW Solo
¢ BW Ultra

3.3 MicroDocklI

e BW MaxXT Il
¢ BW Quattro
¢ GasAlertMicro 5

3.3.1 BWIR Dongle
o BW MaxXT I
¢ BW MicroClip XL & BW MicroClip X3
¢ BW Quattro
¢ BW Ultra

3.3.2 AutoRAE 2 & Travel Charger
e MicroRAE
¢ MiniRAE 3000 & MIniRAE Lite
¢ MultiRAE, MUltiRAE Lite & MultiRAE Pro
¢ ppbRAE 3000
e QRAE3
o ToxIiRAE Pro, ToxiRAE Pro CO2, ToxiRAE Pro LEL & ToxiRAE Pro PID
o UltraRAE 3000

3.3.3 Direct USB
o AreaRAE Plus & AreaRAE Pro



3.4 Migration from Existing software

3.4.1 Fleet Manager
e BW Clip & BW Clip Real Time
¢ BW Clip4
o BW MaxXT Il
e BW MicroClip XL & BW MicroClip X3
¢ BW Quattro
¢ BW Ultra
¢ GasAlert Extreme
e GasAlertMicro 5

3.4.2 ProRAE Studio i
e AreaRAE Plus & AreaRAE Pro
¢ MicroRAE
¢ MiniRAE 3000 & MIniRAE Lite
e MultiRAE, MUltiRAE Lite & MultiRAE Pro
¢ ppbRAE 3000
e QRAE 3
¢ ToxIiRAE Pro, ToxiRAE Pro CO2, ToxiRAE Pro LEL & ToxiRAE Pro PID
¢ UtraRAE 3000

3.4.3 1Q Management Software Suite
e ToxiPro



4 |nstallation

Dow nload Safety Suite Device Configurator from
https://pages8.honeyw ell.com/safetysuite-device-configurator.html#dow nload

1. Double-click on the filename, and start the installation process. During installation of
Device Configurator, the user can select the appropriate locale based on their region
and systemsettings. As shown inthe below screen, w hile installing the Device
Configurator user must select the locale w here installation should happen, selectthe
languages in the drop-dow n bar and click nextto continue to install device
configurator. The default locale is English (United states).

Please note: This setting will apply to dates and number formats only. The application
would be displayed in English.

—
[ safety Suite Device Configurator Setup s
Honeywell
f COnmgcTED
Safety Suite Device Configurator
Welcome
O WwELcOME
Weicome to install Safety Suite Device Configurator V2.1.3. Piease select
ocale where Installation should happen
English (United States) .

Dutch (Netherland)
French (France)

English (United Kingdom)
Spanish (Spain)
Portugese (Portugal)
German (Germany)

Russian (Russia)
Swedish (sweden)
Danish (Denmark)

Norwegian (Nynorsk)

2. Click “Next.”


https://pages8.honeywell.com/safetysuite-device-configurator.html#download

Honeywell

¥ CONNECTED

Safety Suite Device Configurator License Agreement

End User License Agreement Honeywell Safety Suite

By using Honeywell SafetySuite (as defined herein), You, as
LICENSE an end user, agree to be bound by the terms and conditions
e in this End User License Agreement (“EULA™), which is
effective upon Your first use of Honeywell SafetySuite and
is between You and Honeywell International, Inc. and its
affiliates ,which are party to the agreement with the Service
Subscriber (as defined herein) (“Honeywell”). (You as the
end user are referred to in this EULA as “You" or “Yourself,”
and Your obligations as “Your” obligations; collectively, You
and Honeywell are referred to as “the Parties,” or “We" or ~

By clicking ACCEPT below, | acknowledge and agree that | have
read and consent to the End User License Agreement.

Click “Accept”if you accept the terms (you may also view a PDF of the End
User License Agreement).

Next, you see the Open Source License Agreement:

[T Ssrety S

Honeywell

F CONNECTED

F VIEW PDF
Safety Suite Device Configurator Open Source License Agreement

Open Source License Agreement

Honeywell Safety Suite

Honeywell Safety Suite may include or may be distributed with
third party software, including open source software ("Third-
Party Software). Use of Third-Party Software is subject to the
OPEN SOURCE terms of the EULA, as well as any separate license terms
EEREERER] accompanying such Third-Party Software. Licensee
acknowledges that it is solely responsible for complying with
any applicable licenses for the Third-Party Software. The

limmmean $mp Thuivad Nastis Cafbrimen immliida tlm Sallmima:
4 | 1 +

By clicking ACCEPT below, | acknowledge and agree that | have
read and consent to the Open Source License Agreement.

3. (lick “Accept” if you accept the terms (you may also view a PDF of the Open Source
License Agreement).

If there are any software pre-requisites (.net framew ork, Microsoft SQL
Server), you will be prompted. Install the required prerequisites and continue.

10



4. (Click “Next” to start the installation process. Installation is automatic and takes several
minutes.
5. When it stops, click “Next.” Then this screenis shown:

7 N
@ Safety Suite Device Configurator Setup &J

Honeywell

@ OF CONNECTED

Safety Suite Device Configurator

xisting computer has the prerequisites to proceed with Safety Suite
Device Configurator installation.

The following settings will be used

Installation folder: C:\Program Files \HONEYWELL\Safety Suite

INSTALL

6. Click “Next” to begin the second part of installation.

Safety Suite Device Configurator Setup @

Honeywell

E£R OF CONMECTED

Safety Suite Device Configurator

Finish to install Prerequisites

INSTALL

Next, it show s this window to let you know configuration is going on.
When the installation is complete, this window appears:

11



Honeywell

Safety Suite Device Configurator

Installed Successfully

Safety Suite Device Configurator installation is complete.

FINISH

m LAUNCH APPLICATION

7. (ick “Finish” and the installation is complete, and the program exits. Otherwise, click
“Launch Application” to finish and then immediately launch Safety Suite Device
Configurator.

Note: If you wantto uninstall Safety Suite Device Configurator or its SQL

server, refer to page 90

5 First Time Start-Up

You should see the Safety Suite Device Configurator icon on your computer’s
desktop. Click it to start.

5

Safety Surte
Device Co...

The Legal Agreement is shown, and you must click the box acknow ledging that you
have read the terms.

Y ou must scroll to the end of the text, using the scrollbar to the right. Then click “I
have read and accept the terms and conditions.” Finally, click “Accept” to begin.
Next, you must perform the same process to acknow ledge and accept licenses for

third-party software. Scroll dow n, click “I have read and accept the terms and
conditions.” and then click “Accept.”

12



Honeywell | safety Suite Device Configurator

connecten

Legal Agreement

Please review the legal agreement and accept the terms and
conditions in order to proceed.

End User License Agreement
Honeywell Safety Suite
By using the Software (as defined herein), You, as an
end user, agree to be bound by the terms and
conditions in this End User License Agreement
("EULA"), which is effective upon Your first use of the

© -Gc- th

terms

the legal agreement completely and accept

condition to proceed further.

O

CANCEL

® 2018 Honeywell International Inc. All rights reserved

Next is account activation. The first time you log in is different than future logins.

You must create a Username and Password. Follow the rules outlined to the right
of these fields. Then you must fill in answ ers to the security questions.

Honeywell

Activate Account

administrator

@
LEASE SELECT SE ¥ ESTI # v
LEASE SELE! El IT E #2 v
LEASE SELECT SE ¥ ESTI # v
- -
CLEAR FORM

© 2018 Honeywell International Inc. All right reserved

Be sure to scroll downand complete the process.

5.1 Username

Y ou must create a username, whichwill be used each time your login to Safety
Suite Device Configurator.

13



5.2 Password

Y ou should change the passwordevery 90 days. You must supply the current
password and then type the new password. The password must follow these rules:

¢ The passw ord must have a minimum of 8 characters.
e The password mustinclude at least one character from all the follow ing types:
o UPPERCASE
o lowercase
o Number: 0123456789
o Special character, including: ' @ # $% "™ *()

5.3 Security Questions

In case you ever forget your password and wantto reset it, you will have to answer
security questions. Here is where you put the answ ers that must be matched if you
w antto regain access after forgetting your passw ord.

1. Select a security question from each pull-dow n list.
2. Type in an answer for each of the questions.
3. (lick “Update”.

In case you should ever forget your password, you will have to answ er security
guestions for access. Here is where you put the answ ers to the security questions.

1. Select a security question from each pull-dow n list.
2. Type in an answer for each of the questions.

After you establish a username and password, type the letters showingin the box,
following the same format of capital and low er-case letters. You can refresh this by
clicking the circle/arrow image to its right.

Honeywell

Activate Account

administrator

CLEAR FORM

14



Scroll down and fill in the rest of the information, including typing the case-
sensitive text in the Captcha.

Honeywell | safety Suite Device Configurator

Activate Account

| D.A.V Public School|
PLEASE SELECT SECURITY QUESTION #2
What is your favorite food? v
Pasta
PLEASE SELECT SECURITY QUESTION #3
What was your first pet's name? v
Bruno

ESHRETC |

* Required fields
- m

Privacy

© 2018 Honeywell International Inc. All right reserved

If all information is accepted and you submit the correct letters, then the “Continue”
button is highlighted.

Click the “Continue” button.

5.4 Software Registration

Register your softw are before you begin using Safety Suite Device Configurator.

Register Your Software

Congratulations!
You have successfully installed Safety Suite™ DeviceConfigurator
1.2.0.845.

Please register to receive future updates, complimentary product
information, customer support, latest firmware notifications, one click
firmware update etc.

1007100 char. remaining

40/40 char. remaining 40/40 char. remaining

Company Address

* ADDRESS LINE 1

150/150 char. remaining

150/150 char. remaining

Fill in the information, and then scroll downto complete the process. Make sure
you fill in all information in fields marked with an asterisk (*).

15



Register Your Software

Congratulations!
You have successfully installed Safety Suite™ DeviceConfigurator
1.2.0.845.

Please register to receive future updates, complimentary product
information, customer support, latest firmware notifications, one click
firmware update etc.

139/150 char. remaining

New York USA (United States of Am...
22730 char. remaining

10001

New York,NY ~
25/30 char. remaining
Contact information

abc@honeywell.com 234567890
email@domain.com, 50 char 21/30 digits remaining

’V h;r_we-yw_elucom |

When you have provided sufficientinformation, the “Register” button is blue. You
can now click it to register.

Once registration is complete, this message is shown:

X

Software has been registered successfully

Safety Suite Device Configurator is ready to use.

6 Connecting an Instrument to Your Computer

Your instrument must be connected via wire (USB or Serial) to the computer,
turned on, and in communication mode to transmit and receive data via Safety
Suite Device Configurator.

Different instruments require different connection methods to connectto a PC.
Follow the instructions in the user’s guide that accompanies the instrument,
ensuring that you use the correct cable and communication method. In addition,
you should make sure the instrument’s battery is charged.

6.1 Connectionvia IntelliDoX

Follow this procedure for reading data from an IntelliDoX:

1. Connect one end of an Ethernet cable (refer to the IntelliDoX User’s Guide for
connection and configuration information) to the IntelliDoX and the other end to a PC
running Safety Suite Device Configurator software or the local netw ork in case the
dock needs to communicate with the softw are over the netw ork.

2. Make sure the IntelliDoX has power andis turned on.
3. Start Safety Suite Device Configurator software onthe PC.

16



4.

Add IntelliDoX IP to Safety Suite Device Configurator using the settings option. For
more information, please refer the “Product Services” section.

Netw ork Passcode is applicable/available on IntelliDoX device having firmware 9.0
and above only. So, before you perform the next step please set a passcode. For

more information please refer “Network Passcode” section.

6.2 Connectionvia AutoRAE 2

Follow this procedure for reading data from an AutoRAE 2 Controller:

1.

Connect a USB cable (or use an Ethernet cable or Wi-Fi; refer to the AutoRAE 2
User’'s Guide for connection and configuration information) to the AutoRAE 2
Controller and to a PC running Safety Suite Device Configurator software.

Make sure the AutoRAE 2 Controller has pow er and is turned on.

Start Safety Suite Device Configurator software onthe PC.

Add AutoRAE IP (if connected through netw ork) to Safety Suite Device Configurator

using the settings option. For more information, please refer the “Product
Services” section

6.3 Connection via MicroDock I

Follow this procedure for reading data from a MicroDock II:

1.

Connect a USB cable to the MicroDock Il and to a PC running Safety Suite Device
Configurator software.

Make sure the MicroDock Il has pow er and is turned on.
Start Safety Suite Device Configurator on the PC.

6.4 Microdock-view/save config fromfile

Users can view and update configuration data for Microdock using a file. The
application opens the configuration file and displays the configuration available in
the file by Device Type.

17
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Filter by: Clear 28
CONNECTION
u Connected a2 PRODUCT NAME MOOCL WumABER

ACTIONS +

Mot Connected

STATUS ACTIONS

SERIAL NUMBER "
a2 C ACTIONS
DEVICES

o . £ £ AETIONS oW

ACTIONS

=]
8
B
-
&
&

Intellide. 2
ACTIONS
Intellida. 2
IntelliDo 1 ACTIONS -
| intellida 1
| intelilo 1
ASSIGHED T
LAST
Safety Suite Device Configurator - 8
Safety Suite Device Configurator
g Devices
List View Templates Scheduler Custom Fields
") Open ﬂ S y
Last Communication - Descending hd DIl O e
E 99 de 1 ki « ProgramData » HONEYWELL v & EL £
2L Organze »  Newfolder w
NNECTI -
CONNECTIO 8 Downloads A Mame
] conne 2L Recent places | SafetySuite
% This
Documents
SERIAL NUM 18 Downloads 12/07/2 [acTiONS + ]
DEVICES ¥ Music
£ Picws I 21072010 18
Instrun & Videos
i
WINDOWS (C5) 02/07/2019 18
- DATA ()
- Z317-003001 (F) . 201
I v € >
| i File name: ~|  Configuration files "bwt)
M Cancel o . 8 __m.nous w
[] MicroDock... (%
| A GasAle ax XT sAle: d ¥ 201 ACTIONS v
ntellido. (4]
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fety Suite Device Configurator

=

MicroDock I Configuration

(Rerwommocorn ]

Safety Suite Device Configur

Q BACK gamc-config.bwt (Microbock 11)

Please seloct a dovice from the left pane to view/edit the configuration

a

Safety Suite Device Configurator

Safety Suite Device Configurator - O n

BEQ E8 0

Q ACK gamc-config.bwt MicroDock (GasAlertMicroClip)

] e

Alerth lip Conf
sasMertMicroClip Cont

Bump Test Calibration

N/A N/A N/A N/A

ow alert on instrument when due

® Al

Show alert on instrument when due
' Updat:
tinued operation Jpda!

Jpdatabl

Allow continued operation Updatable
Force Bump Test Force Calibration
Disallow Bump Test CalLock Updatable

Automatic Bump Test upon insertion

Disallow calibration

e extended Bump Test CSA 222 Automatic Calibration after fafled Bump Test

Automatic Calibration for due s

YOS UpOn
detector insert

Other Options Automatic Operations

# Donotre

SAVE AS FILE
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5] Safety Suite Device Configurator

Safety Suite Device Configurator

¢ BACK Z317-003330 MmicroDock (GasAlertMicroClip)
Settings
5,
H2S - Hydrogen Sulfide
CONMECTED
MicroDock Configuration Alarm Setpoints Calibration

Bump Test

GasAlertMicroClip Configuration

EL

15mins
LEL - combustibles .
Alarm Setpoints Calibration

Bump Test

CO - carbon Monoxide

Alarm Setpoints

o8

Calibration

N LEVEL

T

H 806

Bump Test

1000 ppm
STEL
15mins
STELALAR
50.0 ppm
02- Oxygen
Alarm Setpoints Calibration

Bump Test

Safety Suite Device Configurator

H2S - Hydrogen Sulfide

M EnsbleSensor [ Auto-zeroon Start-up
Alarm Setpoints

LOWA
100

HIGH AL

ppm 150

1.5-100 ppim
Lo b Alasuilel B b Ui

15-100 ppm

Calibration

STELA
150

1-100 pom

Intervals

UNDO CHANGES

- o EN

Settings can be updated across sensors and devices. Once all changes are
completed the file can be saved at the user’s desired location.
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o

S} Safety Suite Device Configurator

Safety Suite Device Configurator E D E] 8 @

Q BACK anamc-confio.bwt MicroDock (GasAlertMicroClin)
L Save As II

l T ProgramData » HONEYWELL » v &

! Orgenize v New folder = w =
8 9 . CO - carbon Monoxide 4
4% This PC Ay .
& Desktop SufetySuite ; : Alarm Setpoints  Calibration Bump Test

BWCONFIG.bwt
Documents
game-config.bwt
& Downloads

¥ Music 2000 ppm 180 days Odays
£ Pictures
3 Videos aED
- g pm 00.0 oor
B WINDOWS (C:) >Up 100.0ppm
a DATA (E)
o Z317-003330 (F 350ppm 15mins
v < >
500ppm
File name: | v
Save as type: | Configuration files (*.bwt) v
LEL - Combustibles 4 02 - oxygen 4
Alarm Setpoints Calibration Bump Test Alarm Setpoints Calibration Bump Test

Please Note:Due to security requirements, the application may not be able to read
files from certain folders. If an error is encountered, the user can retry by placing
the configuration file in a different folder (ex. C:\).

Note: In order to change the device configuration in Microdock for another device
type, click on the ‘Microdock Configuration’ link in the left hand side of the page
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7 Security

The computer running Safety Suite Device Configurator should be protected from
malw are and external attacks. Consult your company’s |.T. support or netw ork
administrator to ensure that adequate protection (anti-virus, anti-malw are, secure
firewall, etc.) is in place.

Note: The Safety Suite Device Configurator installer should be installed by user
with Administrator Privileges. Non-administrator users should not be allowed
access to the systemfiles and folders.

7.1 Data Security

1. Make sure that the computer running Safety Suite Device Configurator is properly
configured if it is used on a LAN connected to an external netw ork. Firew alls and
routers are configured to not drop required packet types (for example, ICMP, SYN).
This is to prevent external users from flooding the internal netw ork. Check with your
local netw ork administrator on how to configure the firew all and router.

2. Have the local netw ork administrator configure the local firew all or routers to block all
traffic fromthe RFC 1918 address space. Properly configuring boundary protection
devices like firew alls or routers prevents attackers from using spoofed IP addresses
that cannot be traced back.

3. Install anti-malw are softw are on the computer.

4. Make sure any SD Card or USB memory drive connected to the machine that
accesses Safety Suite softw are is controlled and is scanned for Malw are.

5. Log out of the application after the required actions in Safety Suite Device
Configurator are completed.

6. The Safety Suite Device Configurator installer/softw are is not decompiled or modified

7.2 Wireless Security Warning

Wireless data transmission by instruments and docking stations can extend beyond
your walls and can be received by anyone with a compatible adapter. Without
proper protection, data can be compromised. Use the security features of all
wireless equipment in your netw ork.

Wireless devices typically have a default name and password. You should change
these to personalize them upon first installation, which decreases the potential
security risk that an unauthorized user can change the configuration.
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IMPORTANT!

Other Wi-Fi devices may transmit specific Wi-Fi messages that interfere with some
wireless devices in a wirelessly netw orked system. You should not allow any
untrusted Wi-Fi transmitters inside the area of location and in its proximity
(approximately 50 meters).

8 Starting Safety Suite Device Configurator from the Desktop

With your computer and device connected via cable, you are ready to start
communication.

1. Follow the instructions in your monitor's User’s Guide. This includes turning the
monitor on and making sure it is connected either directly via cable, or through a
cradle that is connected to the computer via a cable. Some monitors automatically
sense the computer and software, and place themselves in communication mode.
Check yourinstruments’ User's Guide for details.

2. Double-click the Safety Suite Device Configurator icon on your desktop to start the
program.

5

Safety Surte
Device Co...

3. The program starts and a login dialog box appears:

Note:
There are four access levels. The following sections cover the Administrator level,
since it has the greatest functionality. For more information on roles and access

levels, refer to page 31.
Type the User Name and Password, and click “OK”.

9 Logging In

After your initial setup and registration procedure, you may simply login To Safety
Suite Device Configurator using your Username and Password. If you wish to
remain connected until you log out, click the “Keep me signed in” box. Otherwise,
Safety Suite Device Configurator locks any signed-in user out of the system after
15 minutes of inactivity.
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Honeywell

»»»»»»»»

O Keep me signed in

Forgot Password ?

@ 2018 Honeywell International Inc. All rights reserved

9.1 Password Recovery for Non-Administrators

If you forgot your passw ord, click the link and follow instructions for resetting the
password.

Honeywell

Conmterin

GO BACK
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9.2 Password Recovery for Administrators

If you have Administrator access and forgot your passw ord, follow these steps:
1. Click the “Window s” icon on the low er left side of your screen.

2. Click “Allapps.”

File Explorer

@ Settings

(') Power

All apps

3. Scroll dow n until you see “Honeyw ell.” Click the dow nward arrow to see “Unlock
Administrator Account.”

1

. HOMNEYWELL
. SafetySuite
. DeviceConfigurator
@ Safety Suite Device Configur:
B SafetySuiteSocketServer
"‘a', Uninstall Safety Suite Device
|E! L.Inlcnch:Administratcnrﬂccnunthl

4. When the “Window s Security” window appears, type in your Administrator passw ord
for the PC.

Windows Security @

Please enter the credentails for PACRIM142385563

Please verify account using your window credentials to unlock your
SAFETY SUITE DEVICECONFIGURATOR account.

Tl PACRIM1\e385563
|| ' |Pa:5wcrcl |

[ ok ][ cance |

5. Cick “OK.” An activation code is show n.
6. Use this activation code to login to Safety Suite Device Configurator.
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9.3 Password expiry.

The expiry date for each passwordis 90 days from the day it is set or changed,
When your passw ord approaches the expiry date (85 — 90'" day), a warning pop up
will appear on the screen to remind you to change the password.

Warning

Please change your password, otherwise your password will expire after 2

days.

Click on “CHANGE PASSWORD” and change your passw ord.

Warning

Your password has expired.

CHANGE PASSWORD
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If your password expired, then click on “CHANGE PASSWORD” and answ erthe
security questions.

Honeywell | safety Suit

CONNECTED

Forgot Password ?

Please answer security questions to reset the password

GO BACK

acy

} Honeywell International Inc. Allrights rese

rved

Answer all the Security questions and click on NEXT, A Change Password screen
will appear to let you create a new password.
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Honeywe“ Safety Suite Device Configurator

conNECTED

Change Password

Please enter in your new password. You cannot reuse any of the

last 5 passwords

|
|
s}
)
)
T
]
Q

25/25 char. remaining
» Password must have a minimum of 8 characters.

» Atleast one character from all the following types
¢ Uppercase
¢ Lowercase
¢ Number:0123456789
¢ Special character!@#3%&*0)

» Must not match the last 5 passwords used

GO BACK

acy

@ 2019 Honeywell International Inc. Alt rights reserved

9.4 LoginProcess

During login, Safety Suite Device Configurator checks whether you have registered
your software. If it has not been registered, then this window appears to prompt
you. You can fill in the fields and click “Register” to send your registration.

The main screenis showninits default state, with Devices selected in List View.

Note:
You may not see the list until you have used the Settings page.
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Safety Suite Device Configurator E] 8 @

g Devices
List View Templates
76 devices shown Last Communication - Descending v M.

Filter by: Clearall  Connection .
Not Connected
CONNECTION

Clear
[ Connected & m SERIAL NUMBER PRODUCT NAME MODEL NUMBER ASSIGNED TO LAST COMMUNICATION m

Not Connected

SERIAL NUMBER
DEVICES
) tnstraments B
[J MicroRAE (17 o
[ swultra
5220ULTO11401888 BW Ultra B a 21/2018 4:4T- _
O] Todragh. @ [acrions v]
[] MultRAE (5 18447090
[] MultiRAE... (5
one tsuarole.  [acrions v]
[] MicroRAE... (3
[acrions <1

18446530 CTION:

For details on navigating and using Safety Suite Device Configurator features, click
the “Help” button at the upper right corner of the screen.

10 Title Bar/Quick-Access Toolbar

The Title Bar/Quick-Access Toolbar is always visible. It acts as an information

“dashboard” to give insight into important functions, regardless of whichview is
being used.

Safety Suite Device Configurator E 8 @

10.1Registrations

If all software or application registrations are up to date, then no number is shown.

If a number is shown, it indicates how many registrations need to be updated. To
view registrations that need updating, click the icon.

10.2Devices

If all device registrations are up to date, then no number is shown. If a number is
shown, it indicates how many devices need their registration updated. To view
registrations that need updating, click the icon.

Note: If your software has not been registered, you must register it before you can
view device registrations.
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g
10.3Download Status

Dow nload Status shows whether updates are being dow nloaded. If a number is
shown, it indicates the number of dow nloads pending. If there is no number and
you click on the icon, a message says, “No download in progress”.

I_I-::g

If a number is shown, click on the icon for details:
2 280

CANCEL  VIEW

. Downloading data
1 device

For more information, click “VIEW”:

28 0

.~ Downloading data

| Iy . ANC
~" 1device CANCEL HIDE

STATUS  SERIAL # DEVICE

If no download is in progress, there is no number on the icon, and if you click it,
this message is shown:

B 280

No download in progress

Note: When a download is in progress, performing an action with a device will not
w ork. How ever, you can perform other activities.

10.4Role Information

Role Information provides insight and management of the current logged-in user’s
role and settings.
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8

Click the icon to view the role’s name, as well as to Edit Profile, Sign Out,
review /change Settings, or view the User Role List.

B 2806

Administrator

¢ Edit Profile

AST NAME <]  SignOut

Settings

User Role List

10.4.1 Role Name

The Role Name tells you the role of the person logged in. Default values include
Standard User, Advanced User, Administrator, and Worker. Each user must be
assigned one or more roles. Click the appropriate box or boxes.

USER ROLE

D Administrator
D Advanced User

D Standard User

D Worker

104.1.1 Role Names and Access Levels
The following definitions explain the four roles and their access:
¢ Administrator — Accessto all the features of the application

¢ Advanced User — Accessto all Device Management features and Reporting, except
User Management

e Standard User — Accessto Data Dow nload, Device History and Reporting.

o Worker — No access to any software features, only w hat are defined in the system for
tracking w orker device assignments

10.4.2 Edit Profile

The profile includes details about the role/person currently logged in. Details can
be view ed and changed.
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Safety Suite Davice Configurator BB B 806
| E 8 0

Administrator

¢ Edit Profile

«] SignOut

User Role List

Password must have.

Data Migration

-2etlings

104.2.1 Update Profile Picture

Click the icon to open the dialog for uploading an image for the profile. The image
can be either a .jpg or .png file, but it must be less than 1MB.
To upload an image:

1. dick the blue button.

Qo

2. Click “Upload Photo.”

3. Locate an image on your computer and select it.
4. (Click “Open.”

Update Profile Picture

UPLOAD PHOTO

JPG or PNG. Maximum file size: 1IMB

CANCEL REMOVE

5. When the image appears, move it around w ith your mouse and/or change its size by
adjusting with the slide control.

32




6. When you are satisfied, click “Confirm”.

Note:

Click “Cancel” if you decide not to change the picture, or “Remove” to remove an
existing picture.

10.4.2.2 Personal Information

View the personal information attached to this role. All aspects can be changed
except the username.

10.4.2.3 Change Password

You can change the password. You must supply the current password and then
type the new password. The password must follow these rules:

e The password must have a minimum of 8 characters.
¢ The password mustinclude at least one character from all the following types:
o UPPERCASE
o lowercase
o Number: 0123456789
o Special character, including: ' @ # $% "™ * ()
e The new password must not match any of the last five passw ords that have been used.

10.4.24 Update Security Questions

In case you forget your password and wantto reset it, you will have to answer
security questions. Here is where you put the answ ers that must be matched if you
w ant to regain access after forgetting your password.

1. Select a security question from each pull-dow n list.
2. Type in an answer for each of the questions.
3. (ick “Update.”

10.4.3 Sign Out
Click here to sign out.

Note:

If you sign out, you will have to sign in again for access to Safety Suite Device
Configurator.
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B 8 @

Administrator

¢ Edit Profile

User Role List

Data Migration

Settings

10.4.4 Settings

System Settings is an overview of the System Name, IP Address, MAC Address,
and Software Version. It also lists Product Services and Service Ports.

Note:

After you make changes to settings, you must go back to the Device list and select
“Manual Refresh.”

| B 8 ©®

Administrator

¢ Edit Profile

«] Sign Out

User Role List

Data Migration

¢ (lick “Save” to save any changes you make.
¢ (ick “Undo Changes” to undo them.

¢ (lick “Restore Defaults” to clear all changed values and revert to default values that
are supplied with the software.

Note:

If you choose to restore default values, your customized settings are deleted and
cannot be retrieved.
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Safety Suite Device Configurator

Q System Setting

' IE4LLT2KTX... 10.79.160.184 84-TB-EB-OF-E5-80  V1.20
g Product Services
RAE 9103 [] Attow Dock Discovery

074 digits remainin

Add AutoRAE Controller for manual detection | 4-

BW 9104 [] Altow Dock Discovery
0/4 digits remaining

Add IntelliDoX for manual detection | 4-

Service Ports

Error

9106

9/24/2018 4:36:03 pm

B 8 @

104.4.1 Product Services

Services for RAE Systems instruments and BW instruments are separately shown,

and include the currently used ports. If docking stations are included on the

netw ork, you can check “Allow Dock Discovery” so that as docks are included, they

are part of the roster.

Note:

Each service can be turned on or off by checking or unchecking the box labeled

RAE or BW.

Product Services

RAE 9103

0/4digits remaining

Add AutoRAE Controller for manual detection

0/4 digits remaining

Add Intellidox for manual detection +

Allow Dock Discovery

-

BW 9104 [ ] Altow Dock Discovery

You can manually add an AutoRAE Controller or IntelliDoX: Click the “+”, and there

are fields for IP Address and Port number. If you decide to remove a manual

selection, click the “trash” icon.
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Product Services

RAE 9103 [ ] Allow Dock Discovery
0/4digits remaining
Add AutoRAE Controller for manual detection

ADDRESS D

XAOIOKIOOCIK 4/4 digits remaining

104.4.2 Service Ports

View/change settings for Service Ports, including Web Server Port, Application
Server Port, and Database Server Port.

Service Ports

0/4digits remaining

0/4 digits remaining

10.4.4.3 Local Settings

Local Settings include Measurement Units.

Local Settings

Microrem ~

10.4.5 User Role List

Click “Standard User,” “Advanced User,” “Administrator,” or “Worker” to see w hich
access to functions are available for that role.
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Safoty Suite Device Canfigurator BB 80
3 E 8 @ User Roles

Administrator

¢ Edit Profile

«]  Sign Qut

User Role List

Data Migration

Settings

Administrator

10.5Help

@ Click this button for Help documentation.

11 Views

Safety Suite Device Configurator has two primary screens: Devices and User List.
¢ Devices provides insight based on the devices in use.
e User List focuses onthe users and the devices assigned to or associated with.

s 0

& E) o

Devices view Generate Report view User List view

Here is the hierarchy of functions in Safety Suite Device Configurator:
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g Devices

Last Communication

First Communication
Actions:

Device Details

Device History

Archive Device

List View Templates
Filter by: Filter By:
Connection Product Templates
Status Actions:
Serial Number Edit
Devices Delete
Assigned To

(]
Generate Report

& User List

Filter by:
Status
Name
Device Assigned
User Role
Username
Actions:
User Details

11.1Devices

When you select “Devices,” the main screen is shownwthDevices selected, in the

List View.

Safety Suite Device Configurator

Q Devices

List View Templates

76 devices shawn
& Filter by: Clear All Connection

Not Connected ™
CONNECTION Clear

Last Communication - Descending ~ m

B 8 @

®)

[ Connected ) m SERIAL NUMBER PRODUCT NAME MODEL NUMBER ASSIGNED TO LAST COMMUNICATION m

Not Connected
SERIAL NUMBER I
DEVICES
O3 nstruments 2
[] swultra
[ TeiRAEE.. (€ 2
[ MultiRAE 2018 44709
[ MultiRAE... (5 S
[] MicroRAE... (3
2 018 4:46:53 p cTion

38




11.1.1 Device Hierarchy
The relationship of instruments to docking stations and their controllers is shown
under “Product Name.”

Note:
This “parent/child” hierarchy is reflected in the “Filter by” section.

PRODUCT NAME

AutoRAE 2 Controller

The cradle or docking station is connected to

L+ MicroRAE Cradle <«
the controller.

The instrument is associated with the cradle
or docking station.

)

i
=
Im
a

If a controller is connected to multiple docks or cradles, and if there are multiple
instruments, the hierarchy is extended to reflect the relationships.

‘PRODUCT NAME

AutoRAE 2 Cantroller
L MicroRAE Cradle
= MicroRAE
L MultiRAE (Pumped) Cr.
L MultiRAE Pro
L QRAE 3 Cradle

> QRAE3

Instruments that are not associated with a docking station or controller are simply shown
as individual list items.

11.1.2 Sorting and Organization

At the top of the screen, along the right side, are controls for sorting and
organization:

Last Communication - Descending v m] Q

11.1.2.1 Sort by

Click “Sort by” to change the sort order of the list for quickest reference:
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|__¢'7|-St. llf-l-nl)mmunir:ation - Descending v
Last Communication - Descending

Last Communication - Ascending

First Communication - Descending

First Communication - Ascending

Depending on which columns are shown, the options change in the pull-down
menu. Select from the list and then click on your choice. The sort order changes to
reflect your selection.

11.1.2.2 Columns

Click “Columns” to open a menu w here you can select columns you wantto appear
on the screen:

A check mark in a box indicates that you have selected this column to be shown.
Boxes/names in light gray indicate that their visibility cannot be changed.

X
Columns

Product Name
Model Number
Assigned To

First Communication

Last Communication

Bl E (][]

Status

11.1.2.3 Refresh

Click Refresh to update the information on the screen. It is important to do this
w henever you connect a new device to the computer running Safety Suite Device
Configurator.

O Refresh
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11.1.24 List View
When the list of instruments is show n, you can manage it in a variety of waysusing
filters.

At the top, the total number of devices shownis indicated. Also indicated is the
number of filters, show n by filter category.

List View 5 devices shown
Filter by: Clear All Connection v
2 Selected
CONNECTION Clear
14 devices shown
Connected & CONNECTION I
Filter by: Clear All Connection
Connected Mot Connected
CONNECTION Clear
Connscted @ CONNECTION H
|| Not Connected g K|

12 Assign Device to Worker

Device view allows you to assign the device to the worker, the device only assigns
with the user which has Worker Role defined, for more information about defining
Roles refer section Role Name.

To Assignthe device to a worker.
1. Go to the “Device” from main screen menu.
2. Switchto “List View” and “Clear Filer” to view all devices

Safety Suite Device Configurator @ 8 @
Q Devices
List View Templates
76 devizes hown Last Communication - Descending ~ )Y e
& Filter by: Cearit  Comettion
CONNECTION Clear ot Coapected
s I T T P
Nt Connected e | Tewprs
STATUS B [acTions <]
SERIAL NUMBER
DEVICES [ ]
O Instruments : [acmons v
[ MicroRAE (17 522 a
[ swuttra (15
Mcionco o “ 2wy [actions ]
3. Select the Device that needs to be assign to the worker.
4. Click on the “Action” dropdow n list and select “Device Details”.

ACTIONS ™ |

|[ Device Details

Download Data

Archive Device
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5. Select the registered Worker’s Name from Assignment dropdow n list.
Q Back  M03100059311 MicroRAE (PGM-2600)
Details History Sensors Settings SAVE TEMPLATE

o2 _ e yntroller DKS-6000 {/1.11 “oésl;L;rs N,/; 7'/‘19/72&7' ;}1%;2;)17211‘06:03 AM
@ % e e S iy 12:03:45 pm

L MicroRAE M03100059311 @
Assignment Bump Test Calibration
i A 7 I\‘I;A N}A N;A

[] Show alert on instrument when due.

Show alert on instrument when due.

@ Allow continued operation.

*) Force Calibration

UNDO CHANGES

6. Click on “Save” to changed Settings.
Note: Multiple device can be assign to a single worker, but single device cannot be

assigned to more than one person.

13 Filter by

Several filters are included so that you can expand or pare dow n the data. This is
especially valuable whenyou are managing many instruments.

Filtersinclude:
¢ Connection
o Status
e Serial Number
e Devices
¢ Assigned To
¢ Last Communication
¢ First Communication

As filters are selected, they are shown above the list, and the list updates to reflect

your choices. You can remove a filter directly in the “Filter by” menu or by clicking
the “x” in a filter show n above the list.

2 devices shown

Connection

Filter by: Clear All

/Sclectcd
Clear

Connected <

CONNECTION

Not Connected

STATUS
SERIAL NUMBER

DEVICES

Instruments

MicroRAE (2

Devices
X MigsoRAE

PRODUCT NAME MODEL NUMBER

PGM-2600
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13.1Connection

Click “Connected” or “Not Connected,” or both to include instruments that are
connected to the PC running Safety Suite Device Configurator and those in the
roster that are not connected.

Status
Click “Archived” to see any instruments that are archived.

Serial Number

Search for devices by serial number. Type in the serial number of a device in the
roster, or select from the list that appears whenyou start typing or mouse over the
box.

SERIAL NUMBER SERIAL HUMEBER

Search for devices Gl

G020300718

G024002AP8

G0242013P4

| G024302320
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Y our choice is shownin the box.

SERIAL NUMBER Clear

MO31B2000021 X

You can select multiple serial numbers, too:

SERIAL NUMBER Clear

MO031B2000021 X
TO21001895 X

Your choice is shownin the list, along with indication of how many devices are

@ Last Communication - Descending ~ O <
Fllts lear All Con on o Serial Number o
2 S GO2D0001P1
CONNECTION Claar
e CCTION | SERIAL & PRODUCT NAME MODEL NUMBER ASSIGNED TO LAST COMMUNICATION
Connected of
Not Connected 502D000LPL 7 pm  [AcTioNs v
STATUS
Archived
SERIAL NUMBER

GO2DO00LPL =

Last Communication - Descending

Connectior Serial Number

)
2Selected  *  2Selocted

CONMECTION Clear

Connected 3

B Not Connected GO200001P1

MODEL NUMBER ASSIGNED TO LAST COMMURNICATION

STATUS TO21001895 AutoRAE 2 Controlle DKS-600C
] archived
SERIAL NUMBER Clear

GOZDO001PL x
TO21001895 x

v [0

ACTIONS v

You can clear all the selections by clicking “Clear” or you can select which ones

you w antto clear by clicking on the “X” in an individual tag.
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13.2Devices

Tw o choices of devices are available: Instruments and Docks. You can select all

instruments or all docks (docking stations) by clicking Instruments or Docks,
respectively. In addition, individual instruments or docks can be selected or

deselected.
DEVICES DEVICES DEVICES Clea
Instruments Instruments Instruments
MicroRAE MicroRAE ToxiRAE P..
ToxiRAE P ToxiRAE P...
Docks
AutoRAE 2.
MicroRAE ..
13.3Assigned To

If you wantto filter by who an instrument is assigned to, type a name in the box or
use the pull-down menu to select a name. You can clear a person’s name and
associated information by clicking “Clear.”

ASSIGNED TO

13.4Last Communication

You can search for an instrument by setting a date range for filtering by its last
communication. Click on the “FROM” calendar, select a date, and then click on the
“TO” calendar and select a date.

3/1/2017 B

{ MARCH v 2017~

12 13 14 15 16 17 18

19" 20 21 22 23 ‘2§ 25

26 27 28 29 30 31
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This sets your date range for the last communication.

LAST
COMMUNICATION

3/1/2017

5/9/2017

Click “Clear” to clear the selected “TO” and “FROM” dates.

13.5First Communication

You can search for an instrument by setting a date range for filtering by its first
communication. Click on the “FROM” calendar, select a date, and then click on the
“TO” calendar and select a date.

3/1/2017

12 13 14 15 16

19 20 21 22 23

26 27 28 29 30

{ MARCH v 2017~

24

31

@ |

This sets your date range for the first communication.

FIRST
COMMUNICATION

1/5/2017

5/9/2017

B
|

Click “Clear” to clear the selected “TO” and “FROM” dates.

46



13.6Actions

Actions consist of things you can do with each device’s data.

~
ACTIONS ~ ACTIONS A

Device Details

Device Details

Device Histor
Download Data Y

. . Archive Device
Archive Device

Update Passcode

13.6.1 View the list of Devices

User can view the list of devices connected as per connection, serial number,
product name, model number, assigned to, first communication, last

communication, and status of device in both Offline and Online mode in Device
Configurator under Devices, List View.

User can also apply filter, sort, and add custom fields column to the grid.

[5] Safety Suite Device Configurato

Safety Suite Device Configurator E 8
g Devices
List View Templates Scheduler Custom Fields
Last Communication - Descendin v Y eee
4 devices shown < m] \’
8 Filter by: Clear All Connection
2Selected
CONNECTION Clear

STATUS w SERIAL NUMBER PRODUCT NAME MODEL NUMBER m FIRSTCOMMUN | ACTIONS
SERIAL NUMBER 5220ULT01181700095 BW Ultra BW Ultra 01/30/2018 15 | [AcTIONS <
DEVICES  Clea J

1 MicroRAE PGM-2601 01/30/2019 14 [ACTIONS v
ASSIGNED TO
LasT M0310008311 MicroRA! FEM-2E02 01/25/20181%  [acTiONS v,
COMMUNICATION

FIRST

COMMUNICATION
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In List View user can also view the device details, device history, and also archive
the device under Actions tab.

Safety Suite Device Configurator E 8 @
g Devices

List View Templates Scheduler Custom Fields

4 devices shown
8 Filter by: Clear All Connection

Not Connected *

Last Communication - Descending ~ III] O b

CONNECTION Clear

STATUS W SERIAL NUMBER _ FIRST COMMUNICATION LAST COMMUNICATION STATUS m ACTIONS
5220ULT01181700095 01/30/2019 18:04:23 01/31/2019 12:03:24 23 [acTions ~ |

SERIAL NUMBER

DEVICES - Device Details
ASSIGNED TO Device History

" Archive Device
LAST

COMMUNICATION

21/2019 17:1429 ACTIONS v

FIRST
COMMUNICATION

13.6.2 Device Details

Device Details include details of the device, including history, installed sensors,
and settings.

To view the device details in Devices, List View clickon ACTIONS drop dow n list, then click on
Device Details.

Safety Suite Device Configurator Ejo E 8 @
Q Devices

List View Templates Scheduler Custom Fields

1 device shown
8 Filter by: Clear All Connection

Connected

Last Communication - Descending ~ m] G .o

CONMNECTION Clear

CONNECTION SERIAL NUMBER PRODUCT NAME MODEL NUMBER FIRST COMMUN
Connected 2
& 5220ULTO1181700095 BW Ultra 8W Ulra 01/30/201915 [acTions A

[] Not Connected

Device Details
STATUS

Device History
SERIAL NUMBER Download Data
DEVICES Archive Device

] Instruments
[] swultra

|

ASSIGNED TO

In device details user can view and edit fields such as, last data dow nload and last
communication mnvdd/yy and time. View current Firmw are Version of the device or update
latest version if available, Unassign w orker, view or schedule Bump Test and Calibration of the

device.
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[S] Safety Suite Device Configurator

Safety Suite Device Configurator E 8 @

Back  5220ULT01181700095 Bw uitra

History Sensors Settings

@ I l | BWUltra V1.001 01/30/2019 18:11:16 01/31/2019 12:03:24

Assignment Preferences
PERATORID LOCAT D
Unassign -
O
Bump Test Calibration
10/07/2000 05:30:00 01/16/200005:30:00 10/07/2000 05:30:00 04/05/2001 05:30:00

UNDO CHANGES l SAVE |

Once all the fields are filled and selected, click on SAVE to update the changes.

13.6.2.1 Instruments

Instruments such as gas monitors are profiled with details of bump tests,
calibration, assignment, and connection with cradles and controllers. You can
update the firmw are, check history, sensors, and settings, and make/save changes.

g BACK MO03100059311 MicroRAE (PGM-2600)
Details History Sensors Settings

SAVE TEMPLATE

V111 (GBSOLETE N/A 7/11/2017 7/17/2017 11:06:03 AM

12:03:45 pm
UPDATE
Assignment Bump Test Calibration
" A RA
N/A N/A N/A N/A
[] Show alert on instrument when due. Show alert on instrument when due.

@ Allow continued operation

*) Force Calibration

S “

Note: If an instrument is not currently connected to the computer, under
Details it says, “Not Connected-View Only”. This tells you that you cannot
change settings or perform updates.
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13.6.2.2 Docking Stations

Device Details for a docking station include information about gases, as well as
settings. In addition, you can update the firmw are version, set the Menu passcode,
set date and time, and dow nload data. You can also print calibration certificates

either automatically or manually and tell the docking station to calibrate
instruments if they fail a bump test.

g Back  T021001895 AutoRAE 2 Controller (DKS-6000)

Connected REFRESH Settings
AutoRAE 2 Controller DKS-6000 A R ASSCODE DATE & TIME A ATION AST DATA A
V1.32 Loog 7/17/2017 11:08:26 AM 7/17/2017
8 P MGpRAE R DI = o 120345pm DOWNLOAD DATA
0/4digits remaining
Ly MicroRAE MO31 3. @
@ Automatically Calibrate on
Manually Bump Test failure
Gas Cylinders
10 s PA co 1 425 T 02 J methane J 4
--------- 1/1/2012 1/1/2012
PURGETIME SOAKTIME PURGE TIME SOAKTIME
CONCENTRATION UNIT (SEC. SEC) = GASNA CONCENTRATION A ) SEC
Cl Isobutylene e 4 @rEn Va
--------- 1/1/2012 1/1/2012
PURGETIME  SOA KTIME E BTME

CONCENTRATION UNIT SE ) CONCENTRATION Ul

5 D 7

777777777 1/1/2012

PURGE TIME SOAKTIME
ONCEN T SEC.
oo craness “
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13.6.2.2.1 Menu Passcode

Menu Passcode is required to access the settings menu in the physical IntelliDoX
Device.

Q BACK 5220D0X01163600002 intelliDoX (BW Solo)

IntelliDoX Configuration

euve
Ly BW Solo Configuration
4/4 digits remaining View the device's current Date & Time

from IntelliDoX's screen

Va.016

v Language - Time Zone Preferences

°—‘-—-.._ VIE 4 NE
English ~ (UTC +00:00) Etc/UTC ~

[] Automatically adjust clock for
Daylight Savings Time

Note: User can not Setor Update/Modify Menu passcode from IntelliDoX
device and can only enter this passcode to authenticate to access the
IntelliDoX settings menu.

Note: The user can View or Set/Update the passcode from Device Configurator.

13.6.2.2.2 Edit Gas Cylinder Configuration

To edit a gas cylinder’s configuration, click the “Edit” icon:

Gas Cylinders

R co

......... 1/1/2012

The configuration window is shown, and you can make changes to the Lot Number,
Expiry (expiration date), the gas, and its attributes.
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Inlet-1 Configuration
LOT NUMBER EXPIRY:
--------- 6/30/2019

T/16 char. remaining

Gas Types and Concentrations +
GAS 1 CONCENTRATION: PURGE TIME SOAKTIME: -
co ~ 50 ppm v 20 sec. 0 sec. J]

0- 1000000 ppm 0-3600 sec. 0-3600 sec.
Important!

If you change any details of the configuration’s gases, make sure they match the
information printed on the gas cylinder. This is especially critical for the Gas Type,
Concentration (and units, such as ppm), Lot Number and Expiry date.

Add another gas (if this is a multi-gas mix) by clicking the “+” icon. Then add the
details of the new gas.

Inlet-1 Configuration
....... 17172012

Gas Types and Concentrations

co - 50 w20 o i

If you wantto remove a gas from the list, click the “Delete” icon:

o

i

When you are done with the configuration, click “SAVE.” If you do not wantto save
these changes, click “Undo Changes”.

13.6.2.3 Device History
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Device History provides you with data collected over time, including when
calibrations and bump tests were performed, when alarm states were entered (and
the type of alarm), etc. It also tells when sessions started and ended.

T ERET WIUS1UUUOSG L1 MicroRAE (PGM-2600)

Q Details History Sensors Settings

FROM TO LOGTYPE EVENT TYPE USER
@ 1/1/2017 B er30/2017 [ Filters Al x v Al % v AL X v~ @ e
2/14/2017 Tuesda) Oalarm Session 11 7|2
B No alarm >
Lrsrzoit B No exposure triggered
calibratio
1/4/2017 lednesday 12:0000am Session started
1/372017
B -
2 calibrations | 2Bump Tests SUlpiesHZ é @[
1/2/2017 onda;
sleitam @ Success QUID (D ED D CB G >
1172017
No Events
Bumptest 1 é (LT
12312006 Sawda
No Events
81857sm @  Success (UID (D @ G @& & >

13.6.2.3.1  Filters
The data can be filtered by date range, as wellas log type, event type, and user.

Date

Set your date range and click “Done.” Note: The maximum date range is one
month.

FROM TO
[ 5/4/2017 [l ss11r2017 J

¢ APRIL v 2017~ 3y { MAY v 2017~

[
b aaass
2 3 4 5 6 7 8 ‘11 12 13
9 10 11 12 13 14 15 14 15 16 17 18 19 20
16 17 18 19_ 21 22 23 24 25 26 27
-
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Log Type
You can choose from the available log types, including Alarm Records, Calibration,
and Bump Test.

Q BACK MO1EAO1975 MultiRAE (PGM-6228)
Details History Sensors Settings
9/1/2016 B 771972017 B Filters AL X v Al x " B e
&
5 Alarms Session 2 i a4
10/14/2016 O on D =
L calibratien
11:43:03 am Session ended
10/3/2016 Monda:
No Events
1147032m @ GAS ALARM >
9/29/2016 Thursda
L14503:m @ GAS ALARM >
1 calibration
9/26/2016 londay 1026032 @ GAS ALARM >
3alarms | 2calibrations
9/23/2016 Friday 94003 am Session started
1 calibration
Oalarm Q Session 1 0 e

Filter according to the type of event that is of interest.

Users
Filter according to the names of users.

Summaries
There are twowaysto view summaries of a device’s history.

LT] Summary for The Day opens a window w ith all the day’s session
’ information, organized by session.

Export Day Info opens a window thatlets you choose data
elements and summary information and then export it. You can
print it or save it as a CSV file for opening in a spreadsheet
program such as Microsoft Excel.

R

Log
To view a log of a device, click the arrow icon at the right of the column:

>
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This opens the Log window for viewing.

X
Session 2 PGM-2600 MicroRAE &
[ Info =% Export
DURATION ASSIGNED TO LAST CALIERATION
14h 16m Os 4/20/2017 JUMPTO v
5/8/2017 92514 am 1 4] 4] 209 0
5/8/2017 9:26:14 am 1 0 [0} 209 0
5/8/2017 92714 am 1 0 [0} 209 0
5/8/2017 9:28:14 am 1 0 0 209 0
5/8/2017 92914 am 1 0 0 209 0
5/8/2017 9:30:14 am 1 0 0 209 0
5/8/2017 93114 am 1 0 [0} 209 0
5/6/2017 9:32:14am 1 0] [0} 209 0
You can also view information about the session and calibration details:
X

Session 2 PGM-2600 MicroRAE i

SESSION SUMMARY

ASSIGMED TO START TIME DURATION RECORDS

5/8/2017 9:25:14 am 14h 16m Os 856

IAL END TIME

L

60/sec 5/8/2017 11:41:14 pm
SITEID USERID
SITEOOOO USEROOQOO
CALIBRATION DETAILS
LEL:
LAST CALIBRATED DATE MEASUREMENT GAS SPAN POINT 1
4/20/2017 Methane 1 50

SPAN POINT 2
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Export

opens a window that lets you choose data elements and summary information and
then export it. You can print it or save it as a CSV file for opening in a spreadsheet
program such as Microsoft Excel.

X

Session 2 PGM-2600 MicroRAE 4

|__,I Log |_T.| Info
O (]

L% Export

O

= O O

O

CANCEL EXPORT

13.6.2.4 Sensors

Select “Sensors” to view and edit attributes of sensors installed in a device.

Q cBack  MO3100059311 MicroRAE (PGM-2600)

Details History Sensors Settings MULTICALIBRATION ~ MANAGE GAS LIST  SAVE TEMPLATE
LEL - LEL ® 2 02 - oxygen ® 2 CO - carbon Monoxide ® 2
Alarm Setpoints Calibration Bump Test Alarm Setpoints Calibration Bump Test Alarm Setpoints Calibration Bump Test

S Lask N Last N ast:NA Last N ast:NA
LOW ALARM LOW LOW ALARM NTER) LOW ALARM
15%LEL 17.0% Vol Odays 35ppm
HIGH ALARM LOW ALARM SPAN LEVEL HIGH ALARM PAN LEVEL
25 %LEL 19.5% Vol 18.0% Vol 200 ppm 50ppm
OVERRANGE MEASURING HIGH ALARM OVER RANGE
1009%LEL CHA 23.5 % Vol 1000ppm
SRANLEVEL OVERRANGE STEL ALARM
50%LEL 30.0 % Vol 100ppm
TWA ALARM
35ppm
H2S - Hydrogen Sulfide ® 7
Alarm Setpoints Calibration Bump Test
r«j a”‘- L -wr 4‘“ 1

LOW ALARM INTERVAI INTERVAL

100ppm Odays Odays

HIGH ALARM SPAN LEVEL

200 ppm 100 ppm
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13.6.2.5 Settings

View and manage settings in a device. You can save these as a file or as a
template.

BACK MO03100059311 MicroRAE (PGM-2600)

Details History Sensors Settings SAVE TEMPLATE
S E
Auto-Reset N All Disabled v

MAN-DOWN ALARMS

High v 30 sec

90 s
30 - soc [] Man-Down If Motionless
30-90 sec.
DATALOGGING
60 Minimum X Average X Maximum X RealTime X v
13600 sec Default 60 5ec.
Moving average v LEL X 02X C€OX H2SX v
Auto v Wraparound v

INSTRUMENTS OPERATION

Comfort Beep Startup Speed

System Options

[[] AutoZero

Gas Setting

Enabled v Configurate.. X Wirelesstyp.. X v

INSTRUMENT USER PREFERENCES

SITEID USERID
SITEO00O USER0000

v Manual v

50 LED Status 3 e sec

ki i “

Jump to

The section labeled “Jump to” provides rapid navigation, especially useful when
many details are included in Settings and would otherwise require scrolling up and
down. Click a heading, and that section of Settings becomes the focus.
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13.6.3 Custom fields in Device Configurator

User can add new Custom fields (User defined fields) to capture additional
information about devices.

To add new Custom fields, Open the Devices tab and click on Custom fields then
you can see the ADD FIELD option to add the new Custom field.

Safety Suite Device Configurator

B 8 ©®
Q Devices
List View Templates Scheduler Custom Fields
ADD FIELD
. T . i T
Colour Colour of the detector v

After clicking on ADD FIELD, a popup screen will open. User can fill the required
details as follows.

Field Name: User can type in the field label (e.g. “Device Location” or “Device
color”)

Field Description: User can give a brief Description about the field. This
information is not displayed in the device detail view.
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Max Field Length: The maximum length of data in characters that this field can
take. This can be set from 1 to 255 characters.

Enabled: This option enables the newly added custom field. Enabling a field will
make it available for all devices and users can view the data for these fields in the
List View. A maximum of four custom field can be activated in the application. You
may how ever change a field to/from Enabled at any time.

ADD FIELD

Device Location
Max_ 40 characters allowed

Located at which floor

Max 255 characters allowed

25
1-100
Enabled

Note: Maximum of 4 custom fields can be enabled at any point

Once all the details are filled, then click on Add to save the Custom field.

After successfully adding the custom field, click on the columns option as shown
below. Please note that the device list needs to be refreshed for the custom fields
to be displayed.

Sort by
Last Communication - Descending ™ ":::" ses

ASSIGNED TO FIRST COMMUN m

01/30/2019 15 ACTIONS

A Pop up of Columns is displayed, enable the check box of the custom field that
you have added newly, then click on DONE.
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To view the newly added custom field scroll the grid coulmn

Columns

O
O

Product Name
Model Number
Assigned To

First Communication

Last Communication

Status

tow ards right-end side.

Safety Suite Device Configurator

8

&

Devices
List View Templates

1device shown

Filter by: Clear All
CONMECTION Clear
Connected g

[] Nat Connected

STATUS
SERIAL NUMBER
DEVICES
[] Instruments

[ swuttra (1)
O

= f

Scheduler Custom Fields

Sart by

Last Communication - Descending

Connection
Connected

B 8 @

- mla] -

CONNECTION SERIAL NUMBER FIRST COMMUNICATION LAST COMMUNICATION STATUS COLOR ACTIONS
] 52200 5 01/30/2019 180423 01/30/2019 1806:56 Red

AcTIONS v

To view or edit the custom field values for a specific instrument, click on the
“Action” dropdow n list and select “Device Details”.
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Safety Suite Device Configurator

g Devices

List View Templates Scheduler Custom Fields

1device shown
& Filter by: Clear All Connection

Connected
CONNECTION Clear

BE® B80

Last Communication - Descending v M) e

SERIAL NUMBER PRODUCT NAME MODEL NUMBER ASSIGNED TO FIRST COMMUN
Connected B

[] Not Connected

STATUS

SERIAL NUMBER

DEVICES

[] instruments
[] swultra

|

ASSIGNED TO

£ [acTions A

Device Details ]

Device History
Download Data

Archive Device

After clicking on “Device Details” below screen willopen and enter the custom field

value and click on SAVE.

Safety Suite Device Configurator

g I BW Ultra

Assignment Preferences

WORKER R

Bump Test

Custom Fields

Maximum 20 Characters

01/30/2019 18:11:16

B 3806

01/30/2019 18:06:56

Calibration

Now open the Device view and click on List view, the below screen you can see

the value for custom field that you updated.
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Safety Suite Device Configurator Ejo E 8 @
Q Devices

List View Templates Scheduler Custom Fields

1 device shown
& Filter by: Clear All Connection

Connected

Last Communication - Descending ~ m] O o

CONNECTION Clear

CONNECTION SERIAL NUMBER FIRST COMMUNICATION LAST COMMUNICATION STATUS COLOR
Connected g
[] Not Connected g 5220ULT01181700095 01/20/2019 18:04:23 01/30/201918:08:56 — ACTIONS v/

STATUS

SERIAL NUMBER

DEVICES

[] Instruments
[1 Bw ultra

O

13.6.4 Download Data

Click this to download data from a device into SAFETY SUITE DEVICE
CONFIGURATOR.

Note: The download time depends on the amount of data stored in the device.

13.6.4.1 Data download from Multiple Intellidox

User can initiate data dow nload from multiple devices at the same time. Connect
the devices and select ‘Dow nload Data’ from one or more Intellidox devices.

[S] Safety Suite Device Configurator -8 d

Safety Suite Device Configurator B E 8 @
Q Devices

List View Templates Scheduler Custom Fields
7d I Last Communication - Descending v [ A e
c
Filter by: Chear All

Connected ™
CONMECTION

- o CONMECTION SERIAL NUMBER PRODUCT NAME MODEL NUMBER FIRSTCOMMUN | ACTIONS
Connected o
g ¥ L : Iac'rlcms - |

[[] Mot Connected

STATUS 2
SERIAL NUMBER o
DEVICES -

3

| Docks =3 v - ACTIONS
Intellids... (2 R .
a2 23 1171 ) telliDoX A 11/1 ¢ [acmions ~
“TI0

] Intellido..

IntelliDe 1 =3 b ACTIONS
] Intellido... 1l
] InteltiDo
ASSIGNED TO

LAST
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All dow nloads will be queued and processed. The status is visible in the queue
manager and user can cancel the downloads which are in queue or in progress.

g Devices

CONNECTION

Connected

Not Connected

STATUS
SERIAL NUMBER

DEVICES

Docks
] Intellido

ntellid:

ntellid

ntelliDo.

ASSIGNED TO

LAST

Safety Suite Device Configurator

List View Fosirpas

7 devices shown
8 Filter by:

Safety Suite Device Configurator

Custom Fields

13.6.4.2 Scheduled data import
User can Schedule automatic import/dow nload data from docking stations. Below

are the steps to be followedto set up the scheduled data import.

Step 1- Click on Devicesicon and select the Scheduler option to set the time.
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Safety Suite Device Configurator = D [y_:] 8 @

Devices
Settings
< Last schedule Runa: 01/31/2019 11 15 14 {14 Intelsdox . 2 Maro0ock) parmal
Occurs. o Drce @ Daly Weeidly
W Next schedule - 01/312015 12 08 00 (2 Inteldax 8 ¢
Filter by: SERAL NUMBES | PRODUCT WAME MODEL NUMSER | CONMECTION STATUS
CONNECTION -
Connected
v

Not Conmected

Note-Before making your selection, please refreshthe docking station
connectivity status by clicking the refresh button.

Step 2- Set the START DATE and TIME by clicking on the Settings tab and select
the OCCURS options whenuser wantto run the dow nload.

Note-Make sure Schedule Start Date Time should be greater than current date
time.

Safety Suite Device Configurator E D [a 8 @
Devices
Scheduler
Settings
S Last schedule Run: 01/31/2019 11 15 14 {14 Intelsdox . 2 Mcro0ock) parmal
Occurs. on Drce @ Daly Weeily
€5 Showr Next schedule - 01/312015 12 08 00 (2 Inteldax
Fiter by: SEAAL MUMBES | PRODUCT WAME MODEL NUMEER | conMECTION STATUS
CONNECTION v
Connected
v

Not Conmected

Step 3- Afteryou select the scheduled date and time, click on SAVE button.
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User can also see the Last schedule run details and Next schedule details in the

below screen.

BB B8 06

Scheduler

Pt il J 12:08 M J Last schedule Rua: 017312019 1115 14 (14 Ir
2 OuUt 16 Sownloads successiul
Occurs. o Drce (:,‘n, Weeldy Morthly Every
o h Next schedule - 0131 teMdax
Fiter by: SERAL NUNBER | PRODUCT WAME MODEL NUMSER | conMECTION STATUS
CONNECTION v
v

Step 4- When scheduled time approaches, it will show the scheduled progress
details and if user wantto cancel the scheduled progress, click on cancel button.

B0 B 80

Safety Suite Device Configurator

g Devices

Scheduler

Last schedule Run: 01731

Every [Cumm Schedule: In Progress - |2 Infefidox Cance ]

Occurs o Dece @) Dally

eV Next schedule - 02012015 12 08 00 (2 Inteldox
Fitter by: SERAL NUMBER | PRODUCT WAME MODEL NUMSER CONMECTION STATUS.
CONNECTION ¢

Connected
v
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Step 5- After completing the scheduled run process, click on History and check the
scheduled run status. User can also check the older data details by changing the
Date Range option.

Safety Suite Device Configurator E E] 8 @
g Devices

Scheduler
Histor
[ ) 2009 - 0LFILA 2010 ]
n::nu:mnl START TN | TN T STATUS NOTES =

Step 6- If user wantto export the data, click on below shownred marked box and
export the data to CSV file.

Safety Suite Device Configurator B G 8 ®

Devices

Schaduler

0L 3L/3005 - OLAILA201T

66



The scheduler does not require the user to remain logged in during the data

dow nload. If the systemis re-started, w hile the schedule is in progress, the
remaining dow nloads will appear in the Queue manager and willresume dow nload
to the extent possible. Please note if you login to the application whenthe
scheduled dow nload is in progress, the in-progress dow nloads will appear in the
gueue manager.

13.6.5 Archive Device

Click this choice to de-assign a device from a user and make it invisible to the
default device list.

Archiving a Device

The device will be de-assigned from the user and is no lenger visible in
default device list.

Do you want to continue Archiving it?

NO

13.6.6 Network Passcode

The Netw ork Passcode is required to access IntelliDoX to perform any ACTION, the
passcode is defined to access and operate or change setting in IntelliDoX over the
netw ork.

Safety Suite Device Configurator Ejo E 8 @

Devices
List View Templates Update IntelliDoX Passcode

nication - Descending v @M e

Providing Passcode is essential for IntelliDoX version 9.0 or above.

5 devices shown
! ! Type the 6 Digit IntelliDoX passcodes for the selected instrument. The passcode should match

Filter by: Clear All Connection with the code updated at IntelliDoX.
Connected
CONNECTION Clear
coveces ¢ | - - - - - - || corcommemon | scnons
[] Not Connected o3 11/7/2018 12:22:53 [aerore e,
~J
STATUS o8
CANCEL

SERIAL NUMBER

<3
DEVICES
| <
[] Docks g

[ 1 IntelliDo, 2

Netw ork Passcode is applicable/available on IntelliDoX device having firmware 9.0
and above only.
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ACTIONS ~

Device Details
Download Data

Archive Device

Note: The user can not Set or Update/Modify passcode from Device Configurator
and can only enter this passcode to authenticate and access the IntelliDoX to
perform any ACTION.

Note: The user can View or Set/Update the Network passcode in IntelliDoX Device.

13.7Save Template
You can save the device’s settings as a template. Click “Save Template.”

13.7.1 Templates

You view or edit templates containing settings from instruments. Edited templates
can be saved and recalled for one instrument or many.

g Devices
List View Templates
—
Date Last Edited - Descending v
1template shown
S e e S e e e
CATEGORIES 23
Gas Detectors
MicroRAE
ToxiRAE
QRAE 3
MultiRAE
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BACK MicroRAE (PGM-2600) Template
Settings Sensor

Template Description: Bump Test Calibration

o0 Model: MicroRAE - CO | HZ 2 Show alert on instrument when due. | Show alert on instrument when due.
Yo

LEL
% Author: administrato

Date Created: 4/18/201
Last Edit: 4/18/2017

cas aLaRws

S T R
Auto-Reset v Light only v

MAN-DOWN ALARMS

High v 64 30 sec
30-90
30 sec Man-Down If Motionless
30-90 sec
DATALOGGING
60 sec Minimum X Average X Maximum X  RealTime X v
1-3600 sec. Default: 60 sec.
TWA v LELX 02 X CO X H2S X v
Auto v Wraparound v
INSTRUMENTS OPERATION
[T comfort Beep Startup Speed
System Options

Auto Zero

Gas Setting

Enabled v Configurate.. X Wireless typ.. X 2

INSTRUMENT USER PREFERENCES

SITEOO0O oo Basic v

0/8 char. remaining[ABCD1234) 0/4 digits remaining(digits only)
Auto v 2200 50
1500 - 2600 0-100%
LED Status 3

1-60sec

ROy “

When you have finished editing a template, you can save it or undo the changes.
Before you make any edits, the choices labeled “UNDO CHANGES” and “SAVE” are
gray and cannot be used. Once changes have been made, the buttons are

activated and can be used.
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When you save a template, a “Save Template?” dialog is displayed. You can add
remarks, and select whetheryou wantto see the new template after saving it.

Save Template?

Your new template will be based ¢

n the covm(u:r.mrm settings of this

MicroRA

You can edit the settings after saving the template.

This template can be applied to any other MicroRAE with the sensor

combination indicated below.
MICRORAE - PGM-2600
LELIO2ICO|H2S

MicroRAE Template

13/100 chae

Show me the new template after saving

13.8IntelliDoX USB Data Download

You can copy IntelliDoX data files to a USB storage device and physically transfer
them to the computer running Safety Suite Device Configurator. Plug in a USB
storage device (stick, external hard drive, etc.) into the IntelliDoX USB port, copy
the data files to the USB device, and then plug the USB device into the computer
running Safety Suite Device Configurator.

Select “Dow nload IntelliDoX data” to select the location of the data folder on the
USB device to begin the transfer.

g Devices

List View Templates

Last Communication - Descending v (M e
2devices shown

Filter by: ClearAll  Conne ction
Connected

CONNECTION

Clear
Connectid CONNECTION } SERIAL NUMBER PRODUCT NAME ‘ MODEL NUMBER ASSIGNED TO LAST COMMUNICATION ACTIONS

Not Connected
STATUS 2 v 083111 roF PGM-2602 5/2018 11:02:36
SERIAL NUMBER
DEVICES

Instruments

MicroRAE

[ Docks

[] Intetlido
ASSIGNED TO
LAST

CCOMMUNICATION

FIRST
CCOMMUNICATION
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A message is shownto indicate that the data dow nload has started:

X
Q Devices Data download has started
List View Templates

g Odevices shown
Filter by: Clear All
.

CONNECTION

Clea
SRR oo | s | momcrowe v v seoro— usrcomancnon Lictos

[] Mot Connected

®)

Last Communication - Descending v |I|]

Connection
Connected

STATUS
SERIAL NUMBER

DEVICES

]
]

ASSIGNED TO

LAST
CCOMMUNICATION

FIRST
CCOMMUNICATION

g . Downloading data
Devices 1 device CANCEL  HIDE
List View Templates STATUS ~ SERIAL# DEVICE
O -
N — D e
Odevices shawn =
@ Filter by: ClearAll Connection
Connec ted %
CONNECTION Clear

Connected & CONNECTION | SERIAL NUMBER PPRODUCT NAME MODEL NUMBER ASSIGNED TO LLAST COMMUNICATION m

[] NotConnected

STATUS
SERIAL NUMBER

DEVICES
O
O

ASSIGNED TO

LAST
COMMUNICATION

FIRST
COMMUNICATION

This imports the data log, test log, and event log files into Safety Suite Device
Configurator as if dow nload w ere initiated through IntelliDoX.

13.9IntelliDoX USB Configuration Management

Safety Suite Device Configurator provides the ability to open and read the
configuration file copied from IntelliDoX using a USB memory device to transfer
and modify the parameters, save the file back to the USB device, and then transfer
it through USB port back to IntelliDoX, to apply the modifications.

Copy the IntelliDoX configuration file from the IntelliDoX using a USB memory
device. Select the option “Get IntelliDoX Configuration File” to point to the
IntelliDoX file (which has an extension of .cof). Once the valid file is provided,
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Safety Suite Device Configurator prompts you to select the type of instrument that
is appropriate to your configuration.

SELECT DEVICE TYPE FOR CONFIGURATION FILE

() GAMicroclip () BWClip

canes —

This screen shows a selection of a GAMicroClip:

g ¢ BACK ICF_00_000.cof antetinox)

InteliDoX Configuration IntelliDoX Configuration

GasAlertMicroClip Configuration i PASSCODED

474 digits remaining

v Language - Time Zone Preferences

DOCK U1 LANGUAGE TIMEZONE

1P 2pDRESS 00.00
English v (UTC +00:00) Etc/UTC v

[] Automatically adjust clock for

Daylight Savings Time
Allowed and Protected Operations Automatic Operations
Access IntelliDoX menu selections [] Apply the latest changes to detector settings
@® Passcode Protected Bump Test the detector
() Passcode Unprotected [[] Calibrate detector after failed Bump Test
Perform detector Bump Tests [ Calibrate overdue sensors
() Passcode Protected [[] Download the datalogs from the detector

RESTORE DEFAULTS UNDO CHANGES m

Y ou can now customize the parameters (similar to modifying them when connected
directly to IntelliDoX). Then select the option “SAVE AS FILE” to copy the
modification and apply the changes to desired IntelliDoX.

13.10 User List
The User List shows all users registered with Safety Suite Device Configurator,

regardless of whetherthey are Active Users, Locked Users, or Deactivated Users.
The roster can be filtered in a variety of ways for organization or searching.
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g User List
Username - Ascending v D +
1 User shown
Filter By o )
Active Users
STATUS .
8 S I e S S
Active Users. Vv
Locked Users & v A
Deactivated Users
NAME
DEVICE ASSIGNED
USER ROLE
USERNAME

Use this pulldown menu to sort your templates for quicker searching, greatest
current relevance, or other ways that suit your workflow.

o . Username - Ascending ~
Username - Ascending A

Phone Number - Descending

Phone Number - Ascending
Username - Descending

| Email - Descending

Username — Ascending
Phone Number — Descending
Phone Number — Ascending
Username — Descending
Email — Descending

Email — Ascending

User Role — Descending

User Role — Ascending
Device Assigned — Descending
Device Assighed — Ascending
Name — Descending

Name — Ascending

13.10.2

Click “Columns” to open a menu w here you can select columns you wantto appear
on the screen:

Columns

Columns
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Click a box to show a check mark, whichindicates that you have selected this
column to be show n. Boxes/names in light gray indicate that their visibility cannot
be changed. When you have finished with your selections, click “Done” to save
your choices or “Cancel” to keep your current choices.

Columns

Hﬂrl'l'

Device Asslgnied
User Hole

Email
LIs&rfame

Phigne Mumber

lll.:l m

13.10.3 Actions

Depending on the user’s role, actions can include User Details, Activate User (or
Deactivate User), or Delete User.

(L

ACTIONS ~

User Details
Activate User
Delete User

User Details is the default view. It shows each user according to filter settings, as
well as all details defined in the Columns settings.

Activate User/Deactivate User gives control over who can be considered an
active user. An active user is someone who has accessto a device, whereas a
deactivated user is not granted access (w hether temporarily or permanently). A
deactivated user can be re-activated.

Delete User is whereyou remove a user from the roster, such as when an
employee leaves a company, is transferred elsew here, etc. Note: If a user is
deleted, their profile is deleted. This is permanent, so you cannot restore a deleted
user to an active user status.
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13.104 Add A User

Click the “+” button to open a page whereyou fill in information and create the
profile for a new user.

+

Add a User

(#]

CANCEL

You must provide a First Name, Last Name, Email address, and Username, plus
you must select a role (or roles). All other information is optional. Once you have
provided the necessary information and selected a role, “Add” is highlighted. Click
this to add the new user to the roster. If you do not wantto save it, click “Cancel.”

Afteryou add a new user, a message is show nthat tells you the new user must
provide an activation code during their first login.

e
Activation Code

New user has been added successfully. Share the below activation
code with the user so they can perform their first login and create an
account.

Activation Code : 013459

Above activation code will expire in 24 hours.
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13.10.5 Filter By

There are several ways to filter the list on the screen. Under the column labeled
“Filter by”, are selectors for selecting whatyou see in the columns on the right.
Above the filtering options is the number of devices shown.

13.10.5.1 Status

The status of a user can be used as a filter, so that, for example, only active users
are included in the list, or only deactivated users are shown. You can clear a status
type and associated information by clicking “Clear” or the “X” in the “Status” above
the list.

Filter By Clear All
STATUS Clear
Active Users Vv
Locked Users w1
Deactivated Users ©)

Active Users

An active user is one whois in the current roster of users who can participate in
the system’s use, and is associated with a role and an instrument. An active user’s
status can be changed to “deactivated” or the user can be deleted from the roster.
Note: If you delete a user, the data cannot be recovered.

Locked Users

As a security feature, if a user tries to log in and provides an incorrect passw ord
three times, they are locked out and must contact the administrator to restore
access.

When logging in, if an incorrect passwordis provided twice, this message is
show n:

Username or Password is incorrect.
Your account will get locked after one more wrong attempt.

] Keep me signed in

Forgot Password ?
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If three attempts are incorrect, then the user is locked out. This message is shown:

Your Account is Locked.

Please contact your system administrator or wait for the product
owner to unlock your account. Click here to re-login.

Someone with administrator privileges can unlock the user’s status by pulling down
the “Actions” menu and clicking “Unlock User.”

ACTIONS ~

User Details

Unlock User

This message is shown:

Unlock User

Are you sure you want to unlock FMQA?

Click “Unlock” to unlock the user’s status.

Deactivated Users

A deactivated user has a profile but is not included in the active roster. A
deactivated user’s status can be changed to “active” or the user can be deleted
from the roster.

Note:

If you delete a user, the data cannot be recovered.

13.10.5.2 Name

Search for a user in the User List by name. Either type in a name or select one of
the names in the list.
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HAME

Charlie Smith

Frank Jones

If a match is made, the person’s name is then shown in the box:

Filter By Clear All
STATUS Clear
NAME Clear

John Doe X

You can add multiple names to the filter by clicking in the box again and selecting
a name. The name appears below the previously selected name.

MAME Clear

admin user X

new user X

¢ (lick “Clear” to clear all names.
¢ (ick “X’ nextto a person’s name to clear them from the list.
If you type a name and there is no match, then “No matches found” is shown.

NAME

George Jenking

No matches found

As names are added to the filter, corresponding row s to the right are filled with
each person’s information. The columns are determined by the Columns setting.

13.10.5.3 Device Assigned

Filter by devices that are assigned or unassigned, or to see all (regardless of
assignment), click both boxes.
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DEVICE ASSIGNED

E Yes
E No

13.105.4 User Role
Each user must be assigned one or more roles. Click the appropriate box or boxes.

USER ROLE

D Administrator
[ ] Advanced User
D Standard User
D Worker

13.10.55 Username

Search by name for a Username in the Username List. Either type in a username or
select one of the names in the list.

USERNAME USERNAME

Supervisor| adm|

No matches found administrator

If a match is made, the username is then shownin the list:

USERNAME

administrator

Charliel

FJConc

Once you select a username, it shows in the box. It can be cleared by clicking
“Clear” or the “X” next to the name.

USERNAME Clear

administrator X |
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A selected username is shown above its row of information in the roster.

g User List

Username - Ascending v [ +
2Users showr

Filter By

Acti

e Users

STATUS
8 T e s S S
Active Users v
: ACTIONS v

Locked Users Aa v

Deactivated Users ®

NAME

DEVICE ASSIGNED

USER ROLE

USERNAME

13.10.6 Add A User

Click the “+” button to open a page where you fill in information and create the
profile for a new user.

+

Add a User

(]

CANCEL

You must provide a First Name, Last Name, and Username, plus you must select a
role (or roles). All other information is optional. Once you have provided the
necessary information and selected a role, “Add” is highlighted. Click this to add
the new user to the roster. If you do not wantto save it, click “Cancel.”

Afteryou add a new user, a message is shownthat tells you the user must use an
activation code during their first login.
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X
Activation Code

New user has been added successfully. Share the below activation

code with the user so they can perform their first login and create an
account.

Activation Code : 013459
Above activation code will expire in 24 hours.

13.10.7 Profile Picture

Click the icon to open the dialog for uploading an image for the profile. The image
can be either a .jpg or .png file, but it must be less than 1MB.

To upload an image:
1. dlick the blue button.

@ «—

2. (lick “Upload Photo.”

3. Locate an image on your computer and select it.
4. (Click “Open.”

Update Profile Picture

UPLOAD PHOTO

PG or PNG. Maximunm file size: LMB

CANCEL REMOVE

5. When the image appears, move it around with your mouse and/or change its size by
adjusting with the slide control.

6. When you are satisfied, click “Confirm’
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Note:

Click “Cancel” if you decide not to change the picture, or “Remove” to remove an
existing picture.

13.11 Generate Report

Generate a report on a device’s activity by selecting a Report Type, from (start
date), To (end date), and Device Serial Number.

2
e

Generate Report

REPORT TYPE* v

7/10/2017 B 1/17/2017 |
DEVICE SERIAL NUMBER* v
Data Elements

Select a Report Type:

REPORT TYPE®* v

Event Log

Set your date range.
Note: The maximum date range is one month.

5/4/2017 Bl 5/11/2017 &

¢ APRIL v 2017w 5 | € MAY v 2017w 3

™

. hzsass

9 10 11 12 13 14 15 14 15 16 17 18 19 20

16 17 18 IQC 21 22 23 24 25 26 2T
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Next, select a device’s serial number, follow ed by the Data Elements you wantto
include. Two can be selected or de-selected.

RERPORT TYDE*

Event Log b

5/5/2017 Bl s/12/2017 |
GO2D0001PL v

Data Elements

+« Event Summary
+ Session Event Log

Session Summary & Setting

Calibration & Bump Test Data If Performed in This Time

Click “Generate” to create a report based on your criteria.

Note:
If you click “Reset”, it clears all fields.

When the Event Log Report is created, an alert appears, telling you that an event
log report has been generated and is available. Click “OPEN” to view it.

o

) Event Log Generated OPEN
MO0O3170008811 Device

The Event Log Report can be printed or exported to PDF format for later reference,
emailing, etc.

Note:

The Event Log Report shows as a single page on the screen, but it is typically
longer than one page (the scroll bar along the right side indicates multiple pages’
w orth of data). Therefore, if you are printing, make sure your printer has adequate
paper to accommodate the document.
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Report Preview X
EVENT LOG REPORT

n: 12/05/2017 12:38:17

4172017 12:00:00 am  5/1/2017 11:59:59 pm Ey: administrator

MicroRAE PGM-2602 MO3170008811

EVENT SUMMARY FOR SELECTED TIME

0 Alarm 0 Fault 0lssue
Session 1: 471172017
SESSION SUMMARY & SETTINGS OALARM OFAULT 0ISSUE
4/11/2017 3:15:55 pm 471172017 11:59:59 pm Vi1l

When you are done, click the “X” in the upper right corner to close the window.

13.11.1 Report header

User can add new template (header and logo) to reports. These will appear for all
reports.

Follow the below steps to add the new Template and Generate report.

Step 1- Open the Generate report by clicking on Generate Report icon as shown
below, click on template to add report header and logo for the report.
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Safety Suite Device Configurator

Q Generate Report

Create Report

DERLOGO

UPLOAD FILE

B 8 ®

Step 2- Below screen is the example for the new template. Type the Report
Heading name and click on CHANGE FILE to import the Logo, then click on SAVE

button to save the template.

Safety Suite Device Configurator

Q Generate Report
Create Report Template

@ Petronas

CHANGE FILE

B 8 @

RESET l SAVE

Step 3- To view the logo and header, generate the device report. Click on Create

Report tab,

¢ Select the REPORT TY PE by clicking on dropdow n.
¢ Chose the date range and other paratmeters.




Now click on GENERATE option to Generate the report.

Safety Suite Device Configurator

Q Generate Report
Create Report Template

&8

B 31-01-2019

5220ULT01181700095 .

+ Event Summary

+ Session Event Log

Session Summary & Settings

Calibration & Bump Test Data if performed in this time

e m
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Step 4- Afterclicking on GENERATE, below screen will open with new report. User
can PRINT or convert the report to PDF file for the future use.

Report Preview

Petronas.

EVENT LOG REPORT

Date from: To: Generated On: 01/31/2019 15:54:54
01/01/2019 00:00:00 01/31/201923:59:59 B

v: administrator

DEVICETYPE MODEL NUMBER SERIAL MUMEBER
BW Ultra BW Ultra 5220ULT01181700095

EVENT SUMMARY FOR SELECTED TIME

32 Alarms 0 Faults 0 lssues

Session 6: 01/30/2019

EXPORT PDF

13.11.2 Multidevice reports-Eventlog(Multidevice event report)
User can generate the gas alarm report for the multiple devices.
Below are the steps to follow how to generate multidevice event report.

Stepl- Open Generatereport view in Safety Suite Device Configurator and select
the Create report option to create the report.
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afety Suite Device Configuratar E D g a O

Generate Report

Create Raport

Diaa Elements

Step 2-To create the report user would need to make the following selection:

¢ (Cick onthe REPORT TYPE dropdow n and select “Multidevice Gas Alarm Event
Report”

¢ Select the FROM and TO date by clicking on calendar option.
¢ (Click on DEVICE TYPE and select the device type or select ‘All’.

Now click on GENERATE to continue.

afety Suite Device Configurator i | |:| g 8, @
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Step 3- Afterclicking on GENRATE, the report willgenerate and it shows the
notification once report is generated successfully. Then click on OPEN to see the
report

RESIE

Step 4- Now you can see the Multidevice Gas Alarm Event Report, you can also
export the report into PDF or CSV file.

Report Preview

Petronas

| &

| Multidevice Gas Alarm Event Report

Y
SERIAL WU SLART TINE DEVICE TWOE  (wecw EVENT TWPE  SENSOS MANE PEAKWALUE DEVCE SN
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14 Uninstall Safety Suite Device Configurator

1. Navigate to All Programs > Honeyw ell > Safety Suite > Device Configurator and click
Uninstall Safety Suite Device Configurator to launch the uninstaller for Safety Suite
Device Configurator.

. HOMEYWELL
, SafetySuite
. DeviceConfigurator
@ Safety Suite Device Configur:
[ SafetySuiteSocketServer
L2 Uninstall Safety Suite Device

E‘] Unli Uninstall Safety Suite Device Configurator Setup
) Maintenance | Removes Safety Suite Device Configurator from your computer.

Note:

In Window s 10, follow this path: Start > All Apps > Uninstall Safety Suite Device
Configurator

2. (Cick Next on the following screen.

Uninstall Safety Suite Device Configurator
This program will uninstall Safety Suite Device Configurator Setup

If Safety Suite Device Configurator is current

urrently running, please clase it
before proceeding with the uninstallation.

Otherwise, click NEXT to continue.

- m

3. dick Finish once the installation is complete.

Uninstallation Successful
Safety Suite Device Configurator Setup has been uninstalled.

Please click Finish to exit.

=]

90



14.1Delete Instrument Data (Optional)

Perform the following steps only if you plan to delete all instrument data associated
with Safety Suite Device Configurator. Once these steps are performed, the data
cannot be recovered.

14.1.1 Uninstall Microsoft SQL Server 2012

1. Navigate to Control Panel > Programs and Features, and double-click “Microsoft SQL
Server 2012”:

. =]
Gz » o Pt » Progams » Pogamsanafesmues < by | e g ons e |

Control Panel Home .
Uninstall or change a program

View installed updates To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.

'@' Turn Windows features on or

il Organize ¥  Uninstall/Change = « @l

Install @ program from the a
network MName Publisher Installed On  Size *

[""| Microsoft redistributable runtime DLLs V52010 5P1 (x.. SAP 9/21/2018

~ BT . i
|3 Microsoft SQL Server 2012 Setup (English) Microsoft Corporation 9/26/2018
|3 Microsoft SQL Server 2012 Transact-S0L ScriptDom Microsoft Corporation 9/26/2018

Iﬂ Microsoft Visual C++ 2005 Redistributable Microsoft Corporation 9/24,/2018

(W5 Microsoft Visual C++ 2005 Redistributable (364 Microsoft Corporation 9/24/2018

[=7 Microsoft Visual C++ 2010 x4 Redistributable - 10.0.... Microsoft Corporation 9/24,/2018
4 1 ]

AL Lcolc 2008 St e v o " PYEvaT
l | & Microsoft SQL Server 2012 Microsoft Corporation 9/26/2018

—  Microsoft Corporation Help link: http://go.microsoft.com/fwlink/?Linkld=154582

>

2. Click Remove toinitiate the removal of Microsoft SQL Server 2012:

5 SQL Server 2012

Add
v ?’T Choose this option to add features.

i L:?T Choose this option to repair the product.

Remove
Choose this option to remove the product.
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3. When the next screenis shown, click OK:

' Y

T SQL Server 2012 Setup o B X

Setup Support Rules

Setup Support Rules identify problems that might occur when you install SQL Server Setup support files. Failures must be
corrected before Setup can continue.

Setup Support Rules Operation completed. Passed: 7. Failed 0. Warning 0. Skipped 0.

Ehow details >> Re-run

g "

=

4. Select Safety Suite Device Configurator from the drop-dow n menu, and click Next:

75 Remove SQU Server 2012 fs ™ » Vo o 2

Select Instance

Specify the instance of SQL Server to modify.

Select Instance Select the instance of SQL Server to remove. To remove Management Tools and shared features only,
Select Features select "Remove shared features only” and then click next.

Removal Rules Instan,

Ready to Remove [SOTERAEXPRESS ,J

Removal Progress

Complete Installed instances:

Instance Name Instance ID Features Edition Version
SOTERAEXPRESS MSSQL11.SOTERA... |SQLEngine,SQLEng... Express 11.0.2100.60

<Back | [ Next> ][ Gancel J[ Help
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5. Click Select All follow ed by Next:

7% Remove SQLServer 2012 L . T S =y
Select Features
The SQL Server features on this computer are shown below. To remove a feature, select the checkbox next to the feature
name.
Select Instance Features: Description:
Select Features SOTERAEXPRESS
Removal Rules [¥] Database Engine Services
Ready to Remove [V] SQL Server Replication

Shared Features
[¥] SQL Client Connectivity SDK
Redistributable Features

Removal Progress

Complete

Select All Unselect All

7\

—

6. When the new screen appears, click Next:

7% Remove SQL Server 2012 . s W "% 59 o - =
Removal Rules
Setup is running rules to determine if the uninstallation process will be blocked. For more information, click Help.
Select Instance Operation completed. Passed: 2. Failed 0. Waming 0. Skipped 0.
Select Features
Removal Rules
Ready to Remove Show details >> Re-run
Removal Progress Vi iled report
Complete
<Back Net> | Goncel || Hep
y
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7. Cdick Remove:

7% RemoveSQLServer202 & & W & el TSSSS—

Ready to Remove

Verify the SQL Server 2012 features to be removed.

Select Instance Ready to remove SQL Server 2012:
Select Features = Summary
Removal Rules Edition: Express
Ready to Remove Action: Uninstall
=) General Configuration

Removal Progress
(=) Features

Database Engine Services
SQL Server Replication
SQL Browser

SQL Writer

Complete

Configuration file path:

C:\Program Files (x86)\Microsoft SQL Server\110\Setup Bootstrap\Log\20170619_142914\ConfigurationFile.in

| < Back Remove Cancel Help I

e

8. The removal progress is show n by a progress bar:

Removal Progress

Select Instance

Select Features -
Removal Rules SqlEngineConfigAction_remove_validation_Cpu32
Ready to Remove

Removal Progress
Complete
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9. dick Close to complete the removal of the Microsoft SQL Server instance:

Complete

Your SQL Server 2012 removal completed successfully.
Select Instance
Select Features

Information about the Setup operation or possible next steps:

Feature Status
& Database Engine Services Succeeded
@ SQL Server Replication Succeeded
Removal Progress {Z Setup Support Files Succeeded

Complete @ SQL Writer Succeeded
@ SQL Browser Succeeded

Removal Rules
Ready to Remove

Summary log file has been saved to the following location:
:\Program Files (x Mi

\Summary CAULTIPBXXZ1 20170619 142014 txt

10. Finally, delete the folder Mssql11.Soteraexpress. Go to C.\Program Files (x86)
\Microsoft SQL Server, and delete the folder:

NN

=

K\)®| | » Computer » OSDisk (C) » Program Files (86) » Microsoft SQL Server » E

File Edit View Tools Help
Organize v A Open Include in library v Share with v Bum New folder

T

Name Date modified Type

¢ Favorites j
Bl Desktop L% 5/9/2017 4:25 PM File folder
& Downloads ki
% Recent Places | |, MSSQL11.SOTERAEXPRESS 6/12/20175:59PM  File folder
_;' Documents e e
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15 Migrating ProRAE Studio Database to Safety Suite Device
Configurator

Y ou can migrate your existing ProRAE Studio database to Safety Suite Device
Configurator. This database contains historical data about RAE instruments.

IMPORTANT!

Y ou must install Safety Suite Device Configurator before you perform the transfer.

1. ldentify ProRAE Studio database folders for migration and copy those folders to the
systemw here Safety Suite Device Configurator is installed.

2. Log into Safety Suite Device Configurator. The firsttime you do this, the screen
show n here will appear:

Data Migration

Migration is not performed yet. Would you like to migrate data to Safety Suite?
SELECT SOFTWARE
@ ProRAEStudio () Fleet Manager () 1QManager

DATASOURCE FOLDER ADD FOLDER

Select data source folder(s) start Migration process

Remind me during next login CANCEL MIGRATE

Note:

This dialog is shownevery time you log in until the migration is performed. If you
do not wantto see this message, uncheck the option labeled “Remind me during
next login”. At the next login, under “Administrator”, select “Data Migration” from
the menu and follow the instructions in the dialog box:
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Data Migration Laszt Migration Date: 04:10:2018

Open Log
SELECT SOFTWARE
@ ProRAE Studio () FleetManager () 1Q Manager
DATA SOURCE FOLDER ADD FOLDER
Select data source folder(z) start Migration process
CAMiniRAE 3000 x

CANCEL MIGRATE

Where it says, “Select Softw are,” select ProRAE Studio.
At “Data Source Folder,” click “Add Folder.”
Locate the database folder for ProRAE Studio (folders with .prs files) and select it.

Click “Migrate” to begin migration. During the migration process, this progress
message appears on the screen:

o gk w

Data Migration

IMPORTANT!

Do not interrupt the migration. Depending on the size of the database being
imported, the process can take from a few minutes to a few hours.

When the migration is completed successfully, a summary box is show n:

Data Migration

Diata migration completed successfully

If the data migration fails, this message is show n:

Open Log
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Data Migration

O

Unable to complete data migration

If you wantto view diagnostic logs for the migration, click “Open Log.”
16 Migrating Fleet Manager Database to Safety Suite Device

Configurator
Y ou can migrate your existing Fleet Manager database to Safety Suite Device
Configurator. This database contains historical data about the instruments.

Open Log

IMPORTANT!
Y ou must install Safety Suite Device Configurator before you perform the transfer.

7. ldentify Fleet Manager database folders for migration and copy those folders to the
systemw here Safety Suite Device Configurator is installed.

8. Log into Safety Suite Device Configurator. The firsttime you do this, the screen
show n here will appear:

Data Migration

Migration is not performed yet. Would you like to migrate data to Safety Suite?

SELECT SOFTWARE
() ProRAEStudic @ FleetManager () 1Q Manager

DATA SOURCE FOLDER ADD FOLDER

Select dats zource folder(s) start Migration process

Remind me during next login CANCEL MIGRATE
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Note:

This dialog is shown every time you log in until the migration is performed. If you
do not wantto see this message, uncheck the option labeled “Remind me during
next login.” At the next login, under “Administrator,” select “Data Migration” from
the menu and follow the instructions in the dialog box:

Data Migration

on is not performed yet. Would you like to migrate data to Safety Suite?
SELECT SOFTWARE
() ProRAEStudic (@ FleetManager () 1Q Manager
DATA SOURCE FOLDER R
Select data source folder(s) start Migration process
C:A\BW Technologies\Fleet Manager IINDoc x

Remind me during next login CANCEL m

9. Where it says, “Select Softw are,” select Fleet Manager.
10. At “Data Source Folder,” click “Add Folder.”
11. Locate the database folder for Fleet Manager and select it.

12. Click “Migrate” to begin migration. During the migration process, this progress
message appears on the screen:

Data Migration

IMPORTANT!

Do not interrupt the migration. Depending on the size of the database being
imported, the process can take from a few minutes to a few hours.

When the migration is completed successfully, a summary box is show n:
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Data Migration

nigration completed successfully

If the data migration fails, this message is shown:

Open Log

Data Migration

Unaple to complete aata migration

Open Log

If you wantto view diagnostic logs for the migration, click “Open Log.”

Notes:

After successful database migration, you are now able to view details for Gas Alert
Micro Clip and BW Clip instrument data in the database.

Safety Suite Device Configurator accepts the Fleet Manager Databases created
using Fleet Manager versionv4.4.2. Any databases created using Fleet Manager
versions prior to this must first be upgraded using Fleet Manager.

17 Migrating 1Q Manager Database to Safety Suite Device

Configurator

Y ou can migrate your existing IQ Manager database for ToxiPro devices to Safety
Suite Device Configurator. This database contains historical data about the
instruments.

IMPORTANT!
Y ou must install Safety Suite Device Configurator before you perform the transfer.

1. Log into Safety Suite Device Configurator. The firsttime you do this, the screen
show n here will appear:

100



Data Migration

Migration is not performed yet Would you like to migrate data to Safety Suite?

SELECT SOFTWARE
() ProRAE Studio () Fleet Manager @ 1Q Manager

* DATABASE SERVER *PORT
* DATABASE USER

* DATABASE PASSWORD

* DATABASE NAME

SELECTSYNCTYPE

(O) Continuous Sync () Onetime sync

Remind me during nextlogin ~ cANCEL SAVE

Note:

This dialog is shownevery time you log in until the migration is performed. If you
do not wantto see this message, uncheck the option labeled “Remind me during
next login.” At the next login, under “Administrator,” select “Data Migration” from
the menu and follow the instructions in the dialog box:

Data Migration

Migration is not performed yet. Would you like to migrate data to Safety Suite?

SELECT SOFTWARE
() ProRAE Studio () Fleet Manager @ 1Q Manager

* DATABASE SERVER *PORT
* DATABASE USER
* DATABASE PASSWORD
* DATABASE NAME
SELECT SYNCTYPE

@ Continuous Sync () Onetimesync

* SYNC INTERVALIMINS)
120 [] Enable Migration

CANCEL SAVE

2. Where it says, “Select Softw are,” select IQ Manager.
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3. Provide the “Database Server IPPName”, “Port number” (5432 is the default Port),
“Database User Name”, “Database Password”, “Database Name”.

Select the “Continuous Sync” in Sync type section.
Select “Sync Interval time” in minutes.

Click “Enable Migration”.

Click “Save” to begin migration.

N o g s

IMPORTANT!

Depending on the size of the database being imported, the process can take from a
few minutes to a few hours.

Notes:

After successful database migration, you are now able to view ToxiPro instrument
data in the database.

17.1Backup of Source Files

After completion of migration, the source files are available in this folder:

In case the Fleet Manager database includes data for instruments other than BW
Clip or Gas Alert Micro Clip, do not delete these files.
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18Migrating 1Q Manager Database to Safety Suite Device
Manager

Y ou can migrate your existing IQ Manager database for ToxiPro devices to Safety
Suite Device Manager. This database contains historical data about the
instruments.

1. Log into Safety Suite Device Manager. The first time you do this, the screen shown
here will appear:

1. Where it says, “Select Software,” select IQ Manager.

Provide the “Database Server IP/Name”, “Port number” (5432 is the default Port),
“Database User Name”, “Database Password’, “Database Name”.

Select the “Continuous Sync” in Sync type section.
Select “Sync Interval time” in minutes.

Click “Enable Migration”.

Click “Save” to begin migration.

N o ok w

Migration process will continue in the background based on the sync interval
specified.

Notes:

After successful database migration, you are now able to view ToxiPro instrument
data in the inventory page.
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19 Device Configurator FAQs

19.1General Questions
» Dol have to purchase Honeywell Safety Suite Device Configurator before |l can use
it?
Honeyw ell Safety Suite Device Configurator is offered free of charge to all Honeywell
customers w ho purchase Honeyw ell Gas instruments.

» What are the minimum software and hardware requirements for Honeywell Safety
Suite Device Configurator?

Hardware

CPU, 1.0 GHz or higher

Color monitor (1366x768 or higher resolution or higher, 16-bit color)
o 2GB RAM

o 4 GB of free hard disk space

0
A.
0

o USB port for instrument/dock connection

o LAN connection for netw ork-connected docks

Software

o Microsoft Windows 7 SP1 (32 bit/64 bit) or Microsoft Window s 10 (64 bit)
o .Net Framew ork v4.6.1 or above

» Does Honeywell Safety Suite Device Configurator support data migration for Fleet
Manager Il, ProRAE Studio Il and IQ Management Software Suite?
Honeyw ell Safety Suite Device Configurator supports data migration from Fleet Manager
Il for all the supported instruments. In addition, it supports data migration for GasAlert
Extreme. Existing Fleet Manager Il instances should be upgraded to the latest version
before initiating data migration. The software also supports data migration from ProRAE
Studio Il for all supported RAE instruments. Data migration from IQ Management
Softw are Suite is Supported for ToxiPro.

A. Can Honeywell Safety Suite Device Configurator manage both BW & RAE Systems
instruments?
Y es, Honeyw ell Safety Suite Device Configurator is a single softw are solution designed
to support both BW & RAE Systems instruments and manage these devices though a
common interface and a central data repository w hich resides on the local system.

» What instrument connectivity options are currently supported by Honeywell Safety
Suite Device Configurator?

Honeyw ell Safety Suite Device Configurator currently supports instrument connectivity

A. through IntelliDoX, MicroDock Il and AutoRAE 2 for BW & RAE Systems instruments.
BW Instruments can connect directly through IR Dongle w herever applicable. RAE
instruments can also connect directly through the Travel Charger.
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What instruments are supported by Honeywell Safety Suite Device Configurator?
The following is a list of currently supported instruments.
IntelliDoX & MicroDock Il

o BW Clip & BW Clip Real Time

o BW MicroClip XL & BW MicroClip X3 IntelliDoX

o BW Clip4

o BW Solo

o BW Ultra MicroDock I

o BW MaxXT Il

o BW Quattro

o GasAlertMicro 5

IR Dongle

o BW MaxXT Il

o BW MicroClip XL & BW MicroClip X3

o BW Quattro

o BW Ultra

AutoRAE 2 & Travel Charger

o MicroRAE

o MiniRAE 3000 & MiniRAE Lite

o MultiRAE Family (Benzene & Wing Tank model support in future releases)
o ppbRAE 3000

o QRAE 3

o ToxiRAE Pro Family

o Ultra 3000

Direct USB

o AreaRAE Plus & AreaRAE Pro

Does Honeywell Safety Suite Device Configurator require administrative privileges
on the windows operating system?

Y es, Honeyw ell Safety Suite Device Configurator does require administrative privileges
on the operating system.

What Fleet Manager features are not supported by Honeywell Safety Suite Device
Configurator?

Honeyw ell Safety Suite Device Configurator has streamlined the tasks performed by
Fleet Manager and greatly improves the overall user experience. How ever, it does not
support user- defined fields and custom reporting features of Fleet Manager.

What should | do when Device Configurator does not respond?
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Try to sign out and close the application. If does not work, kill the application using Task
Manager from the taskbar.

» Does Device Configurator work without Internet connection?
Device Configurator works without Internet connection. Automatic Firmw are upgrade
does not work without Internet connection, user must select the firmw are file to upgrade
the firmw are.

A.

» Where can | find Device Configurator user guide/ help document?
Help document is available the Device Inventory page. After login, you can see a
question icon on right corner of the top header, click on the icon and click on the “Help” to

A. seethe help document.

19.2Installation

X

What all Windows version are supported for Device Configurator?
Device Configurator supports Window s 7(32bit,64bit) and Window s 10(64 bit).

How to troubleshoot sql server issue during Device Configurator installation?
Please the steps for SQL server installation related issues.

o Go to user’'s temp directory to get sql exe.
o This willlook like C:\Users\(userid)\AppData\Local\Temp

Home Share View b 0
@1 G)) - 4 | ) v G Search Temp »r

SX Favorites Name & Date modified Type Size )
B Desktop I _irsf temp_0 10/8/20182:13PM  File folder
& Downloads L _ir_sf_temp_1 10/16/2018 11:57 ...  File folder
| Recent places Ju {9c4b87d5-f13e-443d-b9b9-9930043a5be8}  10/8/2018 3:46 PM  File folder
|, {BB44C8F9-C555-45CF-B6DA-80131B139... )/8/20184:31 PM  File folder
1% This PC |. 2DF8BE22-A475-4759-BFB4-1C51BAOEDF... File folder
e Desktop | 3aafb631-36a0-4419-87f0-0ca563613e8d.... File folder
| Documents .. 7z855B0.tmp 10/16/2018 11:42 ...  File folder
4 Downloads 1 TzSB52F.tmp 01811:15...  Filefolder
¥ Music 1 7z5C2DB.tmp File folder
=/ Pictures 1. 08e34ade-al9c-4ddf-a49f-1f434a981eaf.P... File folder
H Videos | 2036_10365 File folder
s WINDOWS (C:) L 5176_6185 File folder
ca DATA (D) |, 5744 9884 File folder
1. 6536_13301 File folder
€l Network J{ 7468 2660 File folder
1. 7908_2483 File folder
Ju 7908_16317 File folder
J. 8188_5891 File folder
.. 81887113 File folder
26754 File folder

|, acdbbc09-492¢-412e-abb5-6d4d553%4a4...

File folder

819items 1 item selected

o Click on file with 7zxxxxxx.tmp and it will open below screen
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Home Share View

@ = T 1« AppData » Local » Temp » 7z533B0.tmp » v O Search 7z53380.tmp

-

% Favorites MName Date medified Type Size

B Desktop i ed 10/16/2018 11:57 ... File folder
& Downloads
%7'_ Recent places

M This PC
ju Desktop
| Documents
& Downloads
U Music
= Pictures
H Videos
£, WINDOWS ()
. DATA (D)

f! Metwork

Titem  1item selected

o Click on CD folder and will open below screen. Copy the path by clicking on the folder
at address bar.

o It willbe looks like C:\Users\XXXX\AppData\Local\Temp\7zS55B0.tmp\cd

Home Share View

A W WV C\ Users\ 26754\ AppDatat\Local\ Temp! 7255580 tmpcd vl & Search cd

¥ Favorites Mame Date modified Type Size

B Desktop IR Link Driver 10/16/2018 11:42 ... File folder
& Downloads & HoneywellSans-Bold G/4/2018 12:47 PM OpenType font file 22 KB
(i-ﬂ_ Recent places 4| Honeywell5ans-Extrabold 9/4/2018 12:47 PM OpenType font file 85KB
4 HoneywellSans-Medium G/4/2018 12:47 PM OpenType font file 81KB
1M This PC Ig SQLEXPR_x86_EMU 9/4/2018 12247 PM  Application 119,451 KB
i Desktop 7@ veredist_x86 File description: Microsoft SOL Server 2012 Express Edition 6,332 KB
| Documents Company: Microsoft Cerporation

1§ Downloads File version: 11.0.2100.60

Date created: 10/16/2018 11:42 AM
W Music Size: 116 MB

= Pictures

B Videos

B, WINDOWS (C:)
—a DATA (D)

"! Metwork

6 items

o Open command prompt as administrator and copy the sql path in cmd screen and hit
enter:
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o cd C\Users\xxxxxx\AppData\Local\Temp\7zS2286.tmp\cd

Search
Everywhere v

cmd

..‘ .ﬂi Music fen—| Command Prompt
) = Pin to Start
Free
C

Pin to Taskbar

Calendar

Mail
- "
7 ;9/’7'm w g et e o
'S & DOW ¥ 2528649 -10069 pen in new window
¥ ’; ‘\N FTSE 100 ¥ 701854 -35.22 lus

NIKKEI 225 A 21,846.48 +35.96 ree Run as administrator

@ 10 players facing the most <
pressure in second half Money neDrive Open file location

o0 =
-‘ ) longer i cmd commands
W,
People Skype - Grder
P

Photos OneNote
g o T 12
QD o
- ‘T 2 b
= py Y cmd google
B R ’ o I ‘
Five days of fury: Inside "

eather B Trump's Paris temper and... rf kerala

cmd login

mdh

o After hitting enter button, cmd screen looks like below image.

C:slUserss267945ApplatasLocalsTemps?=55588. tnpscd >

o Copy the blow line and paste in cmd screen to uninstall SQL package completely.

o SQLEXPR_x86_ENU.exe /ACTION="unInstall"
/INDICATEPROGRESS="TRUE"/FEATURES=SQLENGINE,
REPLICATION, FULLTEXT,BIDS,CONN,IS,BC,SDK,BOL,SSMS,ADV_SSMS
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E Administrator: Command Prompt

C:\Userss26754\ApplatarLocalsTempn\Y255588. tmpcd >SQLEXPR_x86_ENU .exe ~ACTION="un
Install" /INDICATEPROGRESS="TRUE" ~FEATURES=SQLENGIME, REPLICATION,FULLTEXT,BIDS
.CONN.IS.BC.SDK.BOL.S5HS . ADU_SEMS

o After copying the above line to cmd press enter button, this will uninstall package
completely.

o if any errors are coming continue with uninstallation and after that run the above
command again.

o To make sure all files removed, go to below path and delete all folders at - C:\Program
Files (x86)\Microsoft SQL Server

Y es. Both can be installed on same machine. While installing DM over DC, if you

encounter error that BW Device is already running then click on retry and continue with
installation.

What all Honeywell Device Application should not be running when using Device
Configurator?

Fleet Manager, ProRAE Studio, IQ Manager and ProRAE Guardian can be installed but
should not be running w hen using Device Configurator.

What should | do when | see notification to reboot my machine repeatedly?
It means that SQL server is not installed properly and there is some issue in installing
SQL server. Please refer the question for SQL installation related issue.

How to troubleshoot sql server issue during Device Configurator installation?

Device Configurator installed SQL serverfor its back-end database, is it possible
to use a database on a shared server ratherthan a localized one on the PC?

The software is designed for local use on a PC. Each PC needs its ow n local copy.

Device Configurator IIS does that mean the functions of the software are available
viaa webpage or does each PC that uses Fleet Manager need this software
installing?

The software is designed for local use on a PC. Each PC needs its own local copy.
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The pre-requisites imply Device Configurator is a desktop app, but could this run
on aserver?

It should most likely be able to run on server. How ever, w e have certified it only on

Windows 7 & Window s 10.
» Howto deploy Device Configurator in a Firewalled environment? If they all use the
installed SQL server database how would multiple installs work?
Each install uses its own SQL instance. Y ou cannot share on SQL instance across
multiple installs.
A.
» What happensif | do not create password immediately after the installation?
When user login next time, it ‘Il ask to create password.
19,3Login
» | haveinstalled Device Configurator but not able to login. What should 1 do?
A) Check the mentioned services are running, Open Services.msc in run window.
A. o SafetySuite.DCBWDeviceService
o SafetySuite.DCDatabaseService
o SafetySuite.DCMainService
o SafetySuite. DCRAEDeviceService
o SQL Server (SOTERAEXPRESS)
A. If not Please restart those services.
B) Check the filesin the below location,
C\Program Files (x86)\Microsoft SQL
Server\MSSQL11.SOTERAEXPRESS\MSSQL\DATA\
o SoteraExpress.mdf
o SoteraLog.mdf
are available.
» How can I reset Device Configurator application password?
If you have Administrator access and forgot your password, follow these steps -
o Click the “Window s” icon on the low er left side of your screen.
o Click “Allapps.”
o Scroll dow n until you see “Honeyw ell.” Click the dow nward arrow to see “Unlock
Administrator Account.”
o When the “Window s Security” window appears, type in your Administrator passw ord
A. for the PC.
o Click “OK.” An activation code is shown.
o Use this activation code to login to Safety Suite Device Configurator.
» How can I log on to the software if | have forgotten my password?
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Y ou can reset your passw ord by clicking the “Forgot Passw ord” link on the Login Screen.
Once you answ er the security questions, you will be allow ed to reset the passw ord.

How can | log on to the software if | have locked myself out of the default
administrator account?

Y ou can invoke the “Unlock Administrator Account” utility that is installed with the
software to unlock the default administrator account.

For security purposes, you will be prompted to provide the Window s administrator User
ID and passw ord before you can unlock the Honeyw ell Safety Suite Device Configurator
administrator account.

Follow the steps to unlock the account —
o Click the “Window s” icon on the low er left side of your screen.
o Click “Allapps.”

o Scroll dow n until you see “Honeyw ell.” Click the dow nward arrow to see “Unlock
Administrator Account.”

o When the “Window s Security” window appears, type in your Administrator passw ord
for the PC.

o Click “OK.” An activation code is shown.
o Use this activation code to login to Safety Suite Device Configurator.

How to check IIS is running on the machine?
Follow the steps to check if IIS is running-

o Click on Window s icon. Type “run” in search tab and press Enter.

@]

Type “inetmgr” and press enter.
o Check if “World Wide Web Publishing Service” is running.
o [f not, Check answ er to the question “How to enable IIS”.

How to enable IIS?

Follow the instructions at - https://msdn.microsoft.com/en-
us/library/ms181052(v=vs.80).aspx to enable lIS.

What is the default username and password for Honeywell Safety Suite Device
Configurator?

The default user name is “administrator”. Y ou are required to create a passw ord for the
administrator account when you log into the application for the first time.

| have entered correct username and password and clicked on login. | am still on
login page.

Check if Device Configurator Database Service is running.

Steps to check and restart the service —

o Click on Window s icon.

o Type run and selectrun.
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o In run windows, type services and press enter.

o Search SafetySuite.DCDataBaseServiceis and check if service status is running. If
not, do right click and select restart.

19.4Device Inventory

>

How do | see my instruments in the Device Inventorylist?

For BW instruments connected through IntelliDoX, MicroDock Il or IR Dongle, the
instrument data should be dow nloaded for the instruments to show up in the Device
Inventory. Make sure the filter option “Not Connected” is selected to view the instruments
in the Device Inventory List for w hich data has been dow nloaded. For RAE Systems
instruments connected through the AutoRAE 2, Travel Charger or Direct USB the
software should be able to communicate to the instruments to show up in the Device
Inventory list. In addition, instrument data should be dow nloaded to view the RAE
Systems instruments in the inventory after the instrument is disconnected fromthe
software. The filter option “Not Connected” should be selected to view RAE Systems
instruments in the Device Inventory List for w hich data has been dow nloaded but are
currently not connected to the softw are.

What are the different options to connect Docking Stations to the software?
IntelliDoX can connectto the software over the netw ork. MicroDock Il can connect to the
software using direct USB connection. AUtoRAE 2 can connect to the software either
over the netw ork or using direct USB connection.

| have connected the docking station over the network. However, | am not able to
see the docking station in the software?

First, make sure the software is set up to scan for the RAE Systems and/or BW docking
stations by checking the appropriate box for “Allow Dock Discovery” under system
Settings. If the docking station is in a netw ork path different than the software, the
software may not be able to see the docking station. In order for the software to see the
Docking Station, add the Docking Station manually to the softw are using “Add AutoRAE
Controller for manual detection” for AutoRAE 2 and “Add IntelliDoX for manual detection”
for IntelliDoX under the system Settings menu option using the IP Address of the Docking
Station.

| have connected the docking station. However, itis not appearing online in the
software.

The softw are periodically scans the USB ports and netw ork to check the online status of
the docking station/instruments. How ever, the online status of the docking station might
not be reflected right aw ay in the software. If you are unable to see the docking station
status online, you can click the Refresh button in the Device Inventory view to see the
online status of the docking station.
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Can | use the same package to update the firmware for the devices on Honeywell
Safety Suite Device Configurator that | use to update the firmware with ProRAE
Studio Il and Fleet Manager I1?

Honeyw ell Safety Suite Device Configurator uses digitally signed packages to update the
device firmw are as a security mechanism to verify the integrity of firmw are update
packages. As aresult, it cannot use the same packages used by ProRAE Studio Il and
Fleet Manager Il. Firmw are packages designated for Honeyw ell Safety Suite Device
Configurator should only be usedto update device firmw are through Honeyw ell Safety
Suite Device Configurator.

What should be done if devices are connected and not appearing in device
inventory list.

Sometimes the devices might take some time ( ~ 1-2 mins). If still the problem persists,

follow the below steps

o Check if the deviceis connected correctly.

o Disconnect and Reconnect the device.

o Now wait for 2-3 mins.

o If still the device doesn’t appear, use the manual refresh on the device inventory page

o [f still the problem persists, run the services.msc onthe Command window and restart
all the services related to the Safety Suite.

o If not, kindly contact the tech support.

How can | see only connected or only disconnected devices?

Use the filter provided on the Left-hand side of the screen and Select the “Connected” or
“Disconnected” to filter out the required devices list.

What mode should the RAE device be to communicate to Device Configurator?

Make the RAE in “Communication Mode” to communicate with the Device Configurator.
Otherwise the RAE devices won’t communicate.

Do I need driver to connect IR devicesin Device Configurator?
Driver is required to connect IR device. When Device Configurator is installed first time, it
asks you to install IR driver w hile installation. Select yes to install the driver.

Do I need driver to connect RAE device Configurator?

Driver is required to connect RAE device. When Device Configurator is installed first
time, it asks you to install AutoRAE driver w hile installation. Select yes to install the
driver.

Do I need driver to connect IntelliDox device in Device Configurator?
Driver is not required to connect IntelliDox device.

How do | check device connected previously?

From the LHS filter select the “Disconnected” devices to show all the devices w hich were
connected previously.
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> Howcan | archive adevice?

This is a feature w hose implementation is still in progress. Expect it in future release of
the Application.

19.5Device Data Download

» Doesthe software download existing data from the Docking Stations?

A The softw are downloads all the historical data stored in the docking station. The
dow nload time can vary depending on the size of the data, netw ork bandw idth and
processing speed of the computer.

» 1do not seethe option to select astart and an end date for data downloaded in
Honeywell Safety Suite Device Configurator.

The softw are utilizes a smart dow nload manager to incrementally dow nload the data to

A. optimize the dow nload time. The softw are compares the existing dow nloaded data
against the latest logged data and dow nloads only the incremental data since the last
dow nload.

» Does Honeywell Safety Suite Device Configurator support datadownload from
IntelliDox USB connector?

A. The software supports data dow nload via the USB connector on the IntelliDoX using a
USB storage device for BW Clip, BW Clip Real Time, BW MicroClip XL & BW MicroClip
X3, BW Clip4, BW Solo, BW Ultra.

» Can |l download data of multiple devices at a time in Device Configurator?

Currently, you can only perform data dow nload for one device at a time. Y ou must w ait
for the current operation to complete before performing another data dow nload.

» How does data Download happen? Do | have initiate it or it happens when devices
are discovered in Device Configurator?

Data dow nload does not happen automatically, it must be initiated by user after
connecting devices to the application. RAE device, IntelliDox Device and IR should be

A. connected to Device Configurator to initiate data dow nload. When you see the device in
Device Inventory, filter the device using serial no and click on “Actions” button. Click on
“Dow nload Data” from the options.

» How long should I wait for Data Download to Complete?
A. If user dow nloads data first time, it depends on the amount of data available in the
device. If user dow nloads data of the same device again, it dow nloads the new data only.

» What happensiif | disconnect device while data download is in progress?

Device must be connected till data dow nload completes. If device is disconnected w hile
data dow nload is in progress, complete data will not get dow nloaded and data down
failed notification will appear on the screen.
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19.6 Device Configuration

» Why am | not able to save the Dock/Device Configuration?

To perform the Dock/Device Configuration, the Dock /Device needs to be connected to
the computer and appear online to the software.

» Can ldownload data and configure a device at the same time?

Currently, you can only perform one device action at a time. Y ou must w ait for the current
operation to complete before performing another action. Consequently, if you are
performing a data dow nload, you must w ait for the data dow nload to complete before

A. performing a device configuration.

» For BWdevices, unlike Fleet Manager, | do not see the Updatable option against
each of the sensor parameters. Why?

A. Honeyw ell Safety Suite Device Configurator has a streamlined user interface to make it
easier to manage configuration parameters. As aresult, a common Updatable option is
provided for all of the configuration parameters, including the sensor settings, under the
Settings tab.

» For RAE Systems devices, can | update the Lot Number of the gas cylinder in the
software?

A. Youcan navigate to the AutoRAE 2 details and edit the gas inlet configuration details for
the attached gas cylinder in order to update the Lot Number of the gas cylinder.

» For RAE Systems devices, can | update the Sensor Serial No. after installing a new
sensor?

Yes, you can update the Sensor Serial No. of RAE devices after installing a new sensor
for the instruments that support this option under the Sensors tab for the corresponding

A. instruments if they are currently online and connected to the software.

» Does Honeywell Safety Suite Device Configurator support instrument
configuration use IntelliDox USB connector?

The softw are supports instrument configuration via the USB connector on the IntelliDoX

A. using a USB storage device for BW Clip, BW Clip Real Time, BW MicroClip XL & BW
MicroClip X3, BW Clip4, BW Solo, BW Ultra.

» lam unable to save configuration in MicroDock. What should | do?

PC w here MicroDock is connected must have write access to USB connected devices.
Verify if you have the access. MicroDock creates a temporary drive on the PC when
A. connected and read and w rite operation happens on the same drive.
19.7Device History
K What information is presented in Device History?
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A.

Device History provides a comprehensive view of all the data related to the lifecycle of
the selected instrument. This includes test data for calibration and bump tests. This also
includes the instrument event data, along w ith the corresponding data logs.

Are all device-related datalogs, event logs and test data logs shown in the Device
History?

Allinformation related to device data logs, eventlogs and test logs is showninthe
Device History, with the exception of IntelliDoX & MicroDock Il data logs and BW
instrument test logs for bump and calibration operations performed outside of the
IntelliDoX & MicroDock II.

Why can’t | see the Device History?

Make sure that you have dow nloaded the data from the docking station corresponding to
the selected instrument before view ing the Device History. Once the data has been
dow nloaded, you can view the history for the selected device.

Can | export the data log corresponding to the events captured by the instrument?

Y es, you can export the instrument data log in csv (comma-separated value) format,
w hich can be opened in Microsoft Excel for further analysis.

Can | delete the datalog for an instrument once it has been imported into the
software?

We do not allow data logs to be deleted once they have been dow nloaded to the
software.

What is the maximum date range in | can selectin calendar to see Device History?
The maximum date range that can be selected in calendar is 1 year, at any given point of
time. How ever, the user can select any date range of maximum one year up to current
date. For ex: User can select the date range of 1-1-2013 to 31-12-2013 in Calendar.

19.8User Management

S

What are the differentroles | can assign to a user?
Y ou can assign one or more of the following roles to a user:

Administrator — A user with the administrator role has access to all the features and
functionality within the system.

Advanced User — A user with the advanced role can perform all the device operations.
How ever, the user does not have access to user management.

Standard User — A user with the standard role can perform all device operations except
device configuration and firmw are updates.

Worker — A user with the w orker role has no access to the software. How ever, the user
can be assigned/unassigned instruments.

| want to assign an instrument to an individual. However, | do not want to provide
the individual with access the software.
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You can assign a user the “Worker” role if you want to just assign instruments to the
user.

» What is the purpose of deactivating a user account?
If you want to temporarily suspend user access to the system, you can do that by
deactivating the user account.

k. Can I change the username of the admin user in Device Configurator?
No, username of the admin user cannot be updated.

» Howdo | update the admin user profile?
A. Follow the steps to update the profile -

o Login to the application. Click on the User icon available on the right side of the top
header.

A © Select “Edit Profile”.
o Update the user profile fields w hich are updatable.
o To save the updated profile, click Save button.

» How do I update user profile of the users other than the admin user?
Follow the steps to update the profile -

o Login to the application. Click on the User icon available on the left-hand side bar on
the Inventory page.

Filter the user with username or name of the user.
Click on “Actions” button of the username. Select “User details”.
Update the user profile fields w hich are updatable.

A. To save the updated profile, click Save button.

o O O O

19.9Data Migration

» Can BWdevice databe migrated when both FM and Device Configurator Running?

No, we cannot migrate the data when FM and Device Configurator are running. We can
migrate data to Device configurator after closing FM.

» Can I migrate IntelliDox and MicroDock data log in Device Configurator?

No, w e cannot Migrate IntelliDox and MicroDock data log in Device configurator. Data log
of the devices docked in IntelliDox and MicroDock can only be migrated.

%. Doesadevice which has no data get migrated?
We cannot migrate a device w hich does not have any data.

» Why do | see the difference in date and time of the data logs in FM and Device
A. Configurator?

FM show s the data in UTC format, in Device Configurator the data is show n in the local
time zone of the computer w here itis installed.
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How can | migrate custom fields from FM to Device Configurator?

Y es, we can migrate custom fields from FM to Device Configurator. In case of custom
fields in FM then move this “Userdef.propertied” file from data folder to database folder in
FM migration.

How can | migrate data log, event log and results from PRS to Device
Configurator?

Launch the Device configurator and login as Administrator.

o Navigate to “Data migration” dropdow n option in the User tab\option in top right menu
of the application.

o Select the softw are "ProRae Studio”.
o In the “Data Source Folder’: Click “ADD FOLDER’

o Now select the path of the PRS files folder. (Note: keep the files in the path other than
Desktop)

o Then “MIGRATE’ Button will be enabled.
o (Cick “MIGRATE’

o The Migration process starts and the user will be notified after the migration is
completed.

How can | migrate data log, eventlog and results from FM to Device Configurator?
Launch the Device configurator and login as Administrator.

o Navigate to “Data migration” dropdow n option in the User tab\option in top right menu
of the application.

o Select the softw are "Fleet Manager”.
o In the “Data Source Folder”: Click “ADD FOLDER’

o Now select the path of the Root folder w here all the FM Device files are placed. (Note:
keep the files in the path other than Desktop)

o Then “MIGRATE’ Button will be enabled.
o (Cick “MIGRATE’

o The Migration process starts and the user will be notified after the migration is
completed.

How can | migrate data log, eventlog and results from 1Q Manager to Device
Configurator?

Launch the Device configurator and login as Administrator.

o Navigate to “Data migration” dropdow n option in the User tab\option in top right menu
of the application.

o Select the software "IQ Manager”.

o In the “Data Source Folder”: Click “ ADD FOLDER’

o Now select the path of the IQ Manager DB Server details.
o Then “MIGRATE’ Button will be enabled.
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o Click “MIGRATE’

o The Migration process starts and the user will be notified after the migration is
completed.

Can | do selective datamigration of users only, data log only, custom field only?
There is no option to select a type of data for migration. Complete data is migrated w hen
migration is done.

FM is installed but | do not see FM data folder, what should | do to access the data
folder?

Data folder is hidden. To see the folder, follow the steps -

o Navigate to computer drive “C:\ “and set “show hidden files and folders” in view .
o Then Programdata folder will be visible, the files can be seen in below path.

o “C\ProgramData\BW Technologies\Fleet Manager I\data\database” folder

Where should | keep data migration files for successful migration?
The Data files should be placed in a folder other than the Desktop or the path w here the
Folder has the permissions to get retrieved by Device Configurator.

How long should | wait for Data Migration to complete?
Depends on the Data present in the files. (Max 4 hours.)

What files are supported for Data Migration?
Files supported for Data Migration are

o Properties, .Script, .Data, .fmdl extension files are supported for FM.
o .prs for Proraestudio.
o IQ manager connects to DB directly.

What different type of data can be migrated from FM to Device Configurator?
We can migrate Data log, Test log, Event log, Users, Custom fields.

What different type of data can be migrated from PRS to Device Configurator?
We can migrate Data log, Test log, Event log fields.

What different type of data can be migrated from IQ Manager to Device
Configurator?

We can migrate Data log, Test log, Event log.

| am not able to select the folder for data migration. What should |1 do?

Check the folder has permissions to be selectable, once permissions are given the folder
will be selectable.

Can | migrate data from Device Configurator to Device Manager, FM, PRS, 1Q

Manager?
No, w e cannot migrate.
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» Notes for Data Migration —

0]

In case of customfields in FM then move this “Userdef.propertied” file from data folder
to database folder in FM migration.

Close FM before initiating the DB migration.
Recommended that if there are any data log file then archive then migrate.

Do not perform any other operations like data dow nload w hile data migration is in
progress.

Large file migration — need to check at service side about segregation.

Default Intellidox Date/Time UTC, same will be show nw hen downloaded in FM.
Hence data shownin FM assumed as UTC and get converted to locale date/time in
DC/DM.

FM: Intellidox and Microdock data also appears against the respective devices.
Devices having data and Users assigned with devices alone will get migrated.

IQ Manager data migration — First time migration does the full migration, subsequent
migration do only delta data based on set interval.

19.10 Fimware

» What all firmware versions are supported in RAE?
Device Firmw are Version supported in Safety Suite.

Product Name Model No Version Name
AreaRAE Pro PGM-6560 v1.08
AutoRAE 2 Controller * vl1.34
Handheld PID Cradle DKS-6004 vl1.34
MicroRAE * v1.10
MicroRAE Cradle * v1.32
MiniRAE 3000 PGM-7320 V2.16
MiniRAE Lite PGM-7300 V2.16
MultiRAE * v1.40.C
MultiRAE Cradle * v1.32
MultiRAE Lite * v1.40.C
MUultiRAE Lite Sensor * v1.40.C
MultiRAE Pro * v1.40.C
MultiRAE Pro Sensor * v1.40.C
MultiRAE Sensor * v1.40
MultiRAE WiFi * v1.36
MultiRAE WTK * v1.32
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ppbRAE 3000 * V2.16
ppbRAE 3000 PGM-7340 V2.16
QRAE 3 * V2.12
QRAE 3 Cradle * v1.32
ToxiRAE Pro * v1.80
ToxiRAE Pro CO2 * v1.80
ToxiRAE Pro Cradle DKS-6002 v1.32
ToxiRAE Pro LEL * v1.80
ToxiRAE Pro PID * v1.80
UltraRAE 3000 PGM-7360 V2.16

» What all firmware versions are supported in BW?
Device Firmw are Version supported in Safety Suite.

Product Name Model No Version Name
BW Clip * v2.0
BW Clip4 * v1.340
BW Solo * v01.001
A. | BW Ultra * v00.950
GasAlertMax XT * v12.000
GasAlertMicroClip * v50.0
GasAlertQuattro * v04.000
Handheld PID Cradle DKS-6004 v1.34
IntelliDoX GasAlertMicroClip v8.0
IntelliDoX BWSolo v9.016
IntelliDoX BWClip4 v09.012
IntelliDoX BWClip v9.012
IntelliDoX BWUlItra v09.012
IntellidoxForBWClip * v9.012
IntellidoxForBWClip4 * v8.000
IntelliDoXForBWSolo * v09.016
IntelliDoXForBWUlItra * v9.012
IntellidoxForMicroClip * v8.000
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A.

How do | upgrade device firmware manually?

Follow the steps to upgrade firmw are manually -

o Go to the device details

o Disconnect from the internet

o Now Click the “Update” option below the Firmw are Version

o On the Popup Window, Select the Firmw are version w hich you w ould like to have
o Select the correct Firmw are file (RFP files)

o Wait till the Firmw are gets upgraded

Note: Firmw are can be upgraded only if the device is not on the latest Firmw are

Where can | find the firmware files?
Y ou can find the related product firmw are in Product Registration Module (PRM).

Firmware update fails on clicking UPDATE on device details page.

This happens due to Product Registration Module (PRM) server not w orking. Try the
update later. Contact Tech Support for further assistance.

When | click on UPDATE on device details page, it asks me to upload a firmware
file. It should update the firmware automatically. What is wrong?

This happens due to Product Registration Module (PRM) server not w orking. Try the
update later or update the firmw are with the supported firmw are file. Contact Tech
Support for further assistance.

Device firmware version is latest and | see “UPDATE” button enabled on device
details page. Do | need to upgrade the firmware?

This happens due to Product Registration Module (PRM) server not w orking. Contact
Tech Support for further assistance.

19.11 Passcode

>

What is the purpose of Network Passcode, Menu Passcode and IntelliDox Web
passcode?

o Network Passcode: To Secure the IntelliDoX data from unauthorized access in the
Safety Suite.

o Menu Passcode: To Secure the IntelliDoX Menu from unauthorized access in the
IntelliDoX.

o IntelliDoXWeb Passcode: To View and Modify the Netw ork Parameters and
IntelliDox Information of IntelliDoX.

When passcode is required for IntelliDox?
Passcode is required to access the IntelliDoX for version 9.0 or above.

How does Passcode work when IntelliDox firmware is upgraded?
Passcode would be retained even if the IntelliDoX firmw are is upgraded.
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A.

Why am | not able to perform “Device Details” and “Data Download” options in the
instrument list view for some of the IntelliDox?

. To perform “Device Details” and “Data Dow nload” in the instrument list view, you should

provide the netw ork passcode to IntelliDoX for version 9.0 or above.

Where can | view the network Passcode in Device Configurator?
Y ou cannot view the Passcode in Device Configurator.

Can | configure network Passcode through Device Configurator?
Y es, you can configure the Netw ork Passcode.

o Afterthe IntelliDoX is visible as Connected in Device Discovery Page

o Go to the Actions drop-dow n and Select the “Set Passcode”.

o Provide the same passcode as the one in IntelliDoX and click Continue.

o The Message will appear, w hether the provided passcode is correct, or not.
o Afterthis the operation remains the same as before.

19.12 Language Support

>

A.

Does Device Configurator application text appear in languages other than English?

No, Currently Device Configurator application will display text only in English irrespective
of the base OS Language or Locale/ Chrome brow ser settings being set.

Can | give data inputs in language other than English?
No, currently data inputs can be given only as per US English language format.

Ex: Decimal notation will be “.” So sensor values will be in the form “12.7”.

If Imy PC OSis not English, Can | use Device Configurator?
Yes, evenif PC OS is not in English, Device Configurator application can be launched
and used. The language inputs and text will still be in English though.

What languages are currently supported by Honeywell Safety Suite Device
Configurator?

Currently only English language is being supported by Safety Suite Device Configurator.

1913 Device Registration

>

A.

How do I register adevice in Device Configurator?

Follow the steps to register a device:

Login to the Device Configurator.

Inventory page header has a device icon. Click on the icon.

@]

@]

o The devices connected will appear in the registration window.
o Click on the register button to register the devices.
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Note: To register devices automatically, select checkbox “Register new devices
automatically”.

19.14 Event Report

» Howdo | generate eventreport?
Follow the below steps:

0]

0]

0]

0

0

Go to the Reporting Tab on the LHS on the Device Inventory page

Select the “Event Log” in the Report type

Select the date range for w hich the report needs to be generated

Then select the Device Serial number fromthe drop-dow n and click Generate.
A pdf file of the report will be generated in the Notification.

» What is the maximum date range | can select to generate report?

The maximum date range that can be selected in calendar is 1 year, at any given point of
time. How ever, the user can select any date range of maximum one year up to current
date.

For ex: User can select the date range of 1-1-2013 to 31-12-2013 in Calendar

Revision: 2.1.1
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